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WASHINGTON — The FBI has an in-
satiable itch to get its hands on a for-
bidden new computer telecommuni-
cations system that eventually could 
compile dossiers on virtually every per-
son in the United States, Officials at the 
fortress-like J. Edgar Hoover head-
quarters building recently made a quiet 
pitch to obtain the Orwellian system 
despite promises by the White House 
and Justice Department not to make a 
move without consulting Congress, 

The system is known in government 
circles by two innocent-sounding words: 
message switching. Once it becomes 
operative, it could place the FBI in phy-
sical control of all state criminal data in 
the country, with access to every data 
inquiry from one police jurisdiction to 
another. 

Through the wizardry of electronics, 
the FBI would transmit each message 
between local police departments. By 
delaying or expediting messages, the 
FBI would be in a position to hinder or 
help local authorities for their coopera-
tion with the FBI. 

The flood of information throughout 
the country could easily be copied and 
stored in computer banks and pulled out 
with a flick of an FBI finger. By offering 
the service free of charge, the FBI 
would swiftly gain a tight monopoly on 
all criminal data. 

Advocates of making more use of 
computers in the war against crime con-
tend that a computerized master file 
would provide the FBI with speedy and 
accurate information needed to solve 
crimes. This information could be flash-
ed instantly to any police unit in the 
country. 

But critics fear the FBrmessage swit-
ching would create a national data bank 
and, thereby, turn the FBI into a na-
tional police force. 

Even if computers could be restricted 
to police records, these contain names of 
thousands of Americans who have never 
committed a crime but have become in-
nocently involved in investigations. 

In the past, the FBI has abused the 
rights of people whom the late J. Edgar 
Hoover didn't like. Agents illegally tap-
ped private phones, opened mail and us-
ed entrapment tactics against anti-war 
and minority groups that were ideo-
logically unpopular, 

These excesses have been stopped. 
and the FBI is returning to the tenacious 
police work that made it famous. Con-
scientious officials felt they could im-
prove FBI efficiency by installing a 
message-switching system. They ob-
tained permission from the Justice 
Department hierarchy to go ahead with 
it. 

But vigorous protests from Rep. John  

Moss, D-Calif., sidetracked the moves. 
White House aide Jack Watson wrote 
concerned congressmen on Dec. 12: "It 
is my understanding that no final de-
cisions have been made. —In fact, a 
comprehensive study on privacy is now 
under way." 

Three days later, the Justice Depart-
ment was even more emphatic in a 
private letter to Capitol Hill: "We shall 
not be undertaking any initiatives in this 
area (message switching) without prior 
consultation with and approval by the 
Congress." 

Yet only four days later, unbeknownst 
to Congress, the FBI sent out special 
instructions to computer firms inviting 
them to bid on telecommunications 
equipment. Their proposals had to in-
clude "the hardware and software com-
ponents necessary for message swit-
ching," the FBI declared, in direct 
violation of the White House and Justice 
Department pledges. Furthermore, 
competitors for contracts would be judg-
ed on the message-switching factor, the 

• FBI emphasized. 
Jay Cochran, the FBI's assistant 

director for technical services, argued 
that the solicitation was proper because 
it advised the bidders that the message 
system had not been actually authoriz-
ed. The bureau wished the option pro-
posal included, just in case message 
switching should later be approved, he 
told our associate Gary Cohn. 

Cochran said he was unaware of the 
promise that Congress would be con-
sulted. But congressional sources 
believe the FBI tried to sneak-play, 
operating on the assumption that if they 
could get contractors to include specific 
message-switching proposals in the 
bids, they could confront the Carter 
administration and Congress with a fait 
accompli. 

Cochran also claimed the FBI had 
been given permission by the General 
Services Administration, the govern-
ment's supplier, to include the message-
switching language in the bid invita-
tions. But Frank Carr, GSA's computer 
commissioner, said the FBI has not 
complied with his guidelines. 

George Orwell in his concept of 1984 
warned of an ominipotent state police 
apparatus holding sway over the most 
intimate lives of the people. Moss says 
message switching has an importance 
far transcending its innocent and in-
nocuous sounding name. It relates to 
problems of preserving privacy and 
maintaining control over expansion of 
federal influence in state and local law 
enforcement.. .Under the plan, the FBI 
would become a centralized control ele-
ment, dominating and controlling all 
state data." 


