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Second of two articles.

By Renald Kessler .
Washitigton Fost Statt:Writer

Five blocks.from the Jus-

tice Department, -a' cubby-
hole storefront displays rep-
licas :
cleverly concealed in eiga-
rette lighters and . martini
olives, - ’ ’

Inside, . the manager
quotes: prices of $119 to

$1,000 for what he describes
as surreptitious listening de-

vices guaranteed to be eas-
ily hidden, difficult to:.de-

‘tect, and highly sensitive;:

Few  merchandisers of
bugging devices display rep-
licas of their wares as

“Openly as this shap on New

York Avenue at 14th Street
NW. But the variety and so-

-phistication of the store’s

equipment lend support to
the view, expressed by de-

bugging experts, that wire-

tapping -and bugging .aré

prevalent :in Washington and

throughout the country.

of Dugging devices -

'Thanks to the transistor,
miniaturization of bugging
deviegs is no longer adpro'h-
lem. To further avoid detec:
tion, private- snoopers have
turned increasingly to trans-
mitters instead of wires to

carry Signpals. A strict fed---
eral. wirétap and bugging -

law enacted in 1968 has
raised fees and made some

- wiretappers  more cautious

but, €xperts say, hasn’t re-
ducéd the level of eaves-
dropping. ; R
“If- 1 wanted someone to
do. bugging, I could easily

find 15 people in this area,

1 you-have todo is dangle

"enough mboney,” says Ken-'

nard  Smith, a Falls Church

* debugging .expert who was .
‘onee an Internal Révenue .

Service: wiretapper. Harold
K. Lipset, a San Francisco
bug detection expert, claims
bugging is “less dangerous

“than betting, harder to prove

and mote profitable.”
Wiretappers do- not read-

ily admit their occupation.

Can You Hire a Wiretapper?

Sourvey’ Indicqtés Services Are Available

,'I;hey are more apt to say
they are detection or elec-
‘tronics experts: (mapy of
w

others in the wiretap busi-

ness and occasionally . dis--

play, ; their bugging " equip-
“ment or laboratories. =
From these and other ob-
servations, it ‘appears a
Washington resident who
wants to hire a wiretapper
would have little difficulty.

-+ Justice Department offi- .

-cials ' contend that private
bugging has been reduced
by enactment-of the wiretap
provisions of the Omnibus

Crime ' Control and Safe
Streets Act. :
P See TAPS, A1l2, Col
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" *Bmhéy ‘will readily name -

Voo = ]

)



" In an interview,:Atfotney
General John 'N. ‘Mitchell
said complaints of bugging
and tapping have dropped
from 100, a month to only
30 a month sinee 1968. One
to two persons‘gre convicted
each month, he paid. .

Mitchell said~he knows of
the Spy Shop on New York
Avenue but was not aware it
might sell bugging devices.
Other Justice officials said
they had been told by own-
ers of he shop that no il-
legal devices were sold to
the public.

As this reporter entered
the shop recently, the man-
ager, George Michaels, was
demonstrating to an appar-
ent customer a steel box the
size of a large box of
matches. :

Executive Box

Michaels called it “the ex-
ecutive box” and said it per-
mits telephones to be
tapped safely. When the re-
ceiver is on the hook, Mi-
chaels. said, the box turns
off the tap, thus preventing
detection, and while it is in
operation the box reduces
the drain on the phone wire
through use of capacitors. In
addition, he said, the box
protects tape recorders from
power surges that occur
when the telephone bell is
rung.
~ Michaels connected the
box to a telephone on the
counter and dialed informa-

tion. After receiving the

number and address of a
Washington hotel, he re-
wound a tape recorder also
connected to the-device and
played back his conversation

with thé information opera-

tor.

“How much?”' the cus-
tomer, a seedy-looking man
in his 30s, agked. ;

“Three hundred dollars,”
Michaels said. ’

“Do 'you take credit
cards?” the customer
‘wanted to know. .

Three Decals -

The shop displays decals
of three credit card compa-
nies, but Michaels said only
cash would be accepted for

- the executive box. :

“That's all right, I don't
have any credit anyway,”
the man said, promising to
come back with the money
later in the week.

During the demonstration,

a D.C. policeman had wan-
dered into the store, smiled
at Michaels, and said inex-
plicably, “Something on the
side.” Later, a police cadet
came in.

“Are you with a police de-
partment?” Michaels asked
this reporter after he had
been asked the price range
for bugging devices.

“No,” came the reply, and
Michaels explained that bug-
ging is against the law and
that bugging devices can
only be sold for “certain
good reasons.” ‘ )

«I work for someone, and
I can't say what it’s for, but
it’s for a good purpose,” Mi-.
chaels was told.

Up to $1,000

The manager quoted’
prices for bugging transmit-

ters “smaller than a pack of -

cigarettes” with ranges of
up to five blocks.

One device, for $600, picks
up room conversations and
taps telephone calls when
placed in a phone, Michaels
said. Other devices were de-
seribed as being particularly
hard to detect because they
transmit on high-frequency
wavelengths. ‘ -

No sale was made and in a
subsequent interview, the
Spy Shop’s owner, C. R.
Wallace, said no illegal de-
vices are sold.

. When a customer: walks
in, he said, “we would tell
him that we don’t sell bugs
or wiretap equipment. If he
identified himself properly
as being from government
or law enforcemernt, we’ll
sell bugging equipment with
_a contract. What we sell to
the.public is legal.”

The 1968 wiretap law per-

mits private individuals to
make or sell bugging de-
vices for law enforcement
agencies if they are under
contract to do so. Without a
police agency contract, the
law prohibits manufacture,
distribution, possession or
advertising of devices “pri-
marily useful for the pur-
pose of surreptitious inter-
ception” of wire or oral com-
munieation. .

Also prohibited is the use:
of any device to intercept
wire or oral comimunication.
Penalties

Penalty on both provi-
sions is not more than a
$10,000 fine or not more

than five years in prison or
both.

An almost identical law
became effective in D.C.
ng. 1. The Maryland state
wu:etap law is slightly
stricter than the federal

N 1ayv. Virginia has no state
wiretap -or bugging law, ac-
cording to Assistant Attor-
ney General James E. Kulp.

The Spy Shop’s wares ap-
pear  cumbersome: when
compared with-those mide by
Bernard - B. Spindel, of
Holmes, N.Y., a former wire-
tapper who was considered
by FBI and telephone com-

_bany officials to be the top
private eavesdropping au-
tlgority in the rountry until
his death last week. Some

former FBI wiretappers say
he was more versatile than

FBI tappers.

) Spindel lived in a sprawl-
ing combihation house and
laboratory with his wife,
seven children, -and two
dogs. His clients have in-
cluded. James R. Hoffa, the
. former Teamsters Union
president, and various Mafia
figures.- S

Last July, Spindel was re-
!eased from jail after serv-
ing 14 months for conspir-
ing to wiretap., Before his
death he said he sold equip-
ment under contract to law
enforcementagencies
through his wife’s company
and taught wiretapping to
police and  intelligence
agents.

In one of the five rooms
of his laboratory, Spindel
proudly showed his basic .
pr_o@uct: a microphone-am-
plifier combination or mi-

- crophone-transmitter each

the size of an aspirin tablet.
Concealment '
The bugs are commonly
concealed under furniture,
in thermostats or heat reg-
isters, under moldings or

carpeting, or behind electri-
cal outlets.

If the transmitter bug is
used, the signals are re-



“eeived and monitored from
a nearby rented room, If the
amplifier device is used,
Spindel niade a connection
to a spare telephone wire by
painting a clear conductive
fluid on the walls. No wire
can be detected. The. bug

may then be.monitored from : wiretapper, says the trans-

a distant point if the proper
arrangements cah be made
- under theé counter with tele-

phone company employees,

Spindel sald: his amplifier

not be detected with' ordi-
nary debugging equipment,

And just to be sure, both -

the amplifier and transmit-
ter bug can be turned off re-
motely when the eavesdrop-
per hears debuggers poking
around in the room.

One sophisticated device,
the harmonica bug, renders
a telephone an open miecro-
phone that can be listened
to from any point in the
country.

Attache Cases

A number of companies
sell attache cases equipped
-inside with a complefe bug-
ging kit: ' transmitters, mi-
crophones, tapé ‘recorders
that turn themselves on
when voices are. heard, and
induction. coils that tap tele-
phones by picking up stray
electrical emissions several
inches from the phone or
phone wires.

Private and government
. wiretappers are trying to de-:
velop better ways of trans-
mitting sounds from bugs.
One target of research is
the laser beam, which theo-
retically could eavesdrop on
converations inside a house
- by picking up vibrations on
calls and windows from a
distant point, says Marvin
G. Gentile, the State Depart-
ment’s deputy assistant sec-
retary for security.

Spindel wused ultrasonic
sound and cesium emssions
in some of his bugs.

In 1960, the U.S. revealed
that the American Embassy

" in Moscow had been bugged
by beaming radio waves at a
plain metal plate inside a
Great Seal given to the em-
bassy by the Russians as a

present. The plate modu-

lated. the radio waves ac-
cording to the sound waves
in the room.

Each wiretapper has his
own special techniques, but
many experts agree that cer-
tain trends are discernible,

“The Old Days”

“In the old days,” .says
John W. Leon, a D.C. pri-
vate investigator, “you had
to kdow somebody in the
phone company. You hooked
the-wire of your bug or tap

transmits a signal that can-- f

to a spare phone wire on a
pole or in a telephone vauit.
The  way theyre tapping
today is they’re using trans-
mitters. You can’t trace

-them,:it's that simple.”

_ Smith, the former IRS,

mitter; once placed in- a
house, monitored

““You leave the recelver.
and tape recorder in a brief-

- cage ‘in“the car, and it will -

record for days or weeks”
adds Smith, who was a staff

investigator for the Senate

Administrative Practices

and Procedures Subcommit-

tee.

Another Washington de- ,-

tective says homes are the
easiest tapping targets.

“You go at night and put
a transmitter on the tele-
phone: lines lpading into the,
house from  the outside,
cover it with glectrical tape,*
and. it lobks - like a splice,”
he said. “You monitor it two:
to five blocks away, -and
there’s o way they're going
to find- you. It will last in-
definitely,” . o
Off-Premises Phones o

Ifeon says some husbands
in” divorce cases lease off-
premises phones from the "
telephone company to rec-
ord their wives’ conversa-
tions. This way, he says, the
extra phone will ring in'the
husband’s office whenever
the home phone rings. The
tapes, of course, are illegal,
but the information gained
can be used to gather photo. .
graphic evidence of the
spouses’ activities.

“The beauty of the off--

Premises phone is that it’s v

legal,” Leon says.

The bulk of private wire-
tapping and bugging in
Washington is done in do-
mestic cases, experts agree.

But other targets are busi-
hessmen, government offi-
cials, and lobbyists. They
may be. snooped upon to
gain trade secrets, planned
bid prices, legislative strat-
egy or just plain dirt. Smith
cites this example:

“About a year ago the ex-

ecutive vice president of a -
small New York State drug |

manufacturer called me and
asked to meet me in a hotel,
-He offered me $250 a day to

bug an FDA (Food and Drug |

Administration) official to
get the goods on the man's
girl friend. He said he was
having ‘trouble’ with the of-
ficial, and would ‘confront’
him with evidence of his re-
lationship with the girl and
ask him to ‘play ball’”

Smith, who says he

CA ek bl bd ety wt
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doesn’t bug or tap, says he
declined the offer.

A person who suspects he
is tapped or bugged has two
alternatives: he can ask the
telephone company to check
his. lines, if he suspects a
tap, or hire a debugging ex-
pert to check for taps and
bugs.. : . . )

hﬁa,’eh ge;&;&merica Tele-
phone, & Telegraph Co. esti-
Tmates, the glant ytility gets

some 5300 requests from

customers  for ' ‘wiretap
checks, 250 of them in the

- Washington area. About 195

checks turn up taps or other
eviderce of tampering for
eavesdropping purposes,
seven-'to eight of them in
Washington. ,

Chesapeake & Potomac

3

. confronted with information

-

Telephone Co., an. AT&T
subsidiary, declines to dis-
cuss how it checks for taps,
but company workers say re-
pairmen are assigned to
physically inspect the cys- -
tomer’s telephones and . ot-
side lines and poles, whije

another worker checks the
line where it enters the telé-
phone exchange office at
the main frame. At the samé
time, one of the ‘electric

characteristics of the line is’
checked with a meter, but
telephone men and wiretap

experts say only the crudest

tap could be detected in this
way.

Customer’s Information

C&P repairmen, who de-
cline to be named, say they
are instructed to tell cus-
tomers no tap was found
even if one was. Earl A..
Connor, staff supervisor for
security of C&P, says this is
because the information
must be “verified,” and the |
customer—as well as the
FBI—are notified later tha
a tap was found. N

However, James R. Robin-
son, the Justice Department
attorney who présecutes
cases of illegal bugging and
tapping, says FBI reports on
each tap indicate whether
the customer was notified
by the phone company.

“More often than not”
Robinson says, “the customer

—1is not told.”

A C&P spokesman says'
the incidence of tapping is
low. “It has been blown out
of proportion. There may.be
undue concern because the
word itself is intriguing, and -
this is the seat of govern-
ment, and people think
there’s .a. lot going on,” he |
said. . ..
- It is:' often ‘difficult ‘to -

-know. Asked how many.il- |
\ legal bugging - devices are

found each year by the Fed- |
eral Communications Com-
mission, Curtis B. Plummer,
chief of the field engineer-
ing bureaw, said the commis-
sion doesn’t keep statistics
on the subject. When- later

indicating the ‘FCC does do |
's0, Plummer conceded that




Ray Seale, who.uses this electronics laboratory located
in the back of his Home in Annandale, is one of the area’s

‘Hn

the figures are kept but “It’s
none -of your.business.”
Private wiretap experts
who may be hired to check
for bugs or taps come with a
range of talents and degrees
of reliablilty. Spindel
claimed it takes $100,000 in
electronic equipment and at
least 10 years’ experience to
properly: debug a room or
telephone. The - telephone

company will not give cus-:

tomers access to their phone
lines at the central office to
see if a government tap is in
place, and frequently a tap
is placed by the phone com-

By Harry Naltchayan—The Washington Post

growing number of experts  who specialize in deteﬂnk
and removing unwanted wiretaps and bugging devices.

pany itself at the direction
of the EBL. .
Some’ debugging experts -

"eandidly acknowledge that

they cannot detect a govern-
ment tap, and others with
vulnerable backgrounds say
that,if they find a govern-
ment tap, they will leave it

‘in place and not uohfy the

chent

have no way of know-
ing for sure if I'm tapped or
not,” ‘says: Rep; “Abner J.

»Mlkva (D-1), “andif a con-

gressman -or senater can't,
how can the average citi-
zen?”




By Douslas Chevalier—The Washington Post

" Replicas of surveillance _dev!ces_iﬁ A‘M‘dew.

First of Two Artwles

" By Ronald Kessler -
Wa.shlntton Post Staff Wruer

Nearly every year for the

past 15 years, FBI Director

J. Edgar 'Hoover has re-
ported to Congress the num-

-ber of telephone w1retaps

operated by his agency in
national security investiga-
tions. The number never ex-
ceeds 100, and in recent
years it has fluctuated be-
tween 30 and 50.

How Hoover arrives. at
these figures is not known.

.then  reactivated—the: ‘taps"

[ private, The

One well-informed &
quotes FBI agents a8
the moniforing deévice
many FBI taps are,
off a day before

congressional " appemam

ity

still in place-—a day lates

Ramsey Clark, the former
attorney general, says infor-
mation given to him while
he headed the Justice De -
partment indicated the taps
were “thinned out” _before
Hoover’s testimony, "~

Whatever . the’
Clark, a present.and
mer FBI man, am! a
phone  company sourc
claimm that the a&ggal
ber of FBI taps exceedd the
number Hoover- reports to
Congress. Clark claims that
the true number was at
least double the number re-

ported by Hoover. ‘ <

‘Even = more widespread
than wiretapping and bug-
ging, both government and
Washington
Post was told in interviews,
was the fear of tapping, a
condition - thought by many
to be as harmtul as the fact.”

" About a quarter of the
senators, congressmen, law-
yers, businessmen ‘and jour- |
nalists . responding . to. .
‘Washington Post ques

maire  sgid they have &
pected.or bhelieved that
telephones were tapbeﬁ
their offices hugged. =~ -

Attomey General Jolin .
Mitchell, 'in 'a recent W
view, discountei! such la.k
as bemg symptomatlc of f
paranoia. ‘
- “The misconceptmnm
wiretapping -goes .almé
the - point - of -absufs
Mitchell said. “Some
feel everybody in Wi
ton is tapped, and th
tapping the YFBI, akill
FBD's tapping the NSA ava« '
tional Security Agensy).

See TAPS, AlS8, Col. l




“Of course, it ' couldn’t
be further from the truth.”
The FBI and other gov-
ernment agencies have au-
thority under the 1968 Om-
nibus Crime Control and
Safe Streets Act and Presi-
dential orders to tap or bug
under two circamstances; in
major criminal cases, only
after __obtaining approval of
a“judge, and in national se-
curity cases, only with the
approval of the attorney
general.
<The 'number of court-or-
dered surveillances has in-
creased from none in 1968 to
33 when Mitchell took over
in - 1969 to 213 last year,
court records and. Justice
Department figures show.
National Secuﬂty
But it is the national se-
curity category that is the
frequent - subject of contro-
versy, and here there ap-
pear to be three sets of fig-
' ures. »
The first, unchallenged
through the years, is the
public accounting given by
Hoover in annual testimony
before the House Appropria-
tions Subcommittee. The
testimony last March fol-
lowed the standard format:-
“Our .investigation cover-
age is also ' enhanced
through the limited and
closely controlled use of tel-

ephone and microphone in- -

stallations,” Hoover stated.

“Currently—Feb. 14, 1970— -

we are operating 36 tele-
phone surveillances -and
two mlcrophone installa-
tions in bureau cases in the
security field. All were au-
thorized in -advance and in
writihg by the Attorney
General', . .”
_ .Mitchell declined to either
confirm or deny Hoover’s
" figures. “I have a hell of a
lot better things to ‘do than
read the testimony of people
in the department on the
Hill,” he said.

Clark’s View

But Ramtey Clark, who-

was followed 'as Attorney.
General byMitchell in Janu-
ary, - 1969; . said’ in an inter-
view ‘in, hig, Washington law
office,- “I ﬂo ’t " think the
Hoover 4 ever pur,
ported éle fu pex“-
tent of FBI witetapping.”
Clark said Hoover in hls
congresstonal * report is ap-
paretitly “eounting only. one

category of national. seeurity
taps: ‘these on. foréign ngs:
tional$ or persons -working.
for foreign’ pational this '

country. PP
cluded; ma"rk 1said, 3

(persons saﬁpth

ting to overthrow the gov-

ernment) and taps on for-
eign missions. Combined,

these categories representr
the second set of figures.

and would be af least double
the number cited by Hoover,
Clark said. The. h1ghest
number of taps is in Wash-
ington, he added.

“Mr. Hoover, according to-

information given to me
while I was ‘at Justice, will
pull taps off before he testi:

fies, and he couches his lan. .
guage ‘Of course, you have :

to 'thin them out (the taps)
anyway,” Clark said.

Clark said he was una-
ware of any further catego-
ries of FBI taps, but infor-
mation given to The Wash-
Ington Post_indicates there.
is still a third set of flgures

' . “Leased Lines”

In  Washington, a well-
qualified source who re-

quested anonymity -said the -

FBI leases 450 lines that can
be used for tapping and bug-
ging. Several of the lines, he
said, are sometimes used for

one tap, as when a forelgn, )
embassy has ‘five or 10 in-.

coming eircuits:‘as ‘well as

‘special -teletype ‘and  tele-

graph lines, all of which are
to - ‘be mtercepted Many
other liges: in the tapping
cable are. attached to single
telephones, the source said.

According :to. this source,

the 450 lines run from Ches-
apeake & Potomac Tele-
phone Co.s downtown ex-
change, the nucleus of the
D.C. telephone network, to
the FBI's Washington. fleld
office, a distance of three
blocks The field office,
housed in the Romanesque
former national headquar-
ters of the Post Office De-
partment on Pennsylvania
Avenue, is in turn a block
from the Justice Depart-
ment.

In C&P cable records, the
450 lines are listed as “spe-

_ cial test circuits™ rather

than leased lines.

The source”said taps are
placed on lines in Washing-
ton by C&P employees, then
routed from the various ex-
change offices to the down-
town exchange where the
tapped .wires are connected
to the FBI's Ilstemng cable.
“Soundman”

A former FBI “soundman”
—wiretapper and bugger—
says he has seen at least one
of the “tech rooms” in the
field office where the lines
are monitored. A telephone
company source reports that
the FBI removes its monitor-
ing equipment from tapped
lines when the lines or
tanped telephones. require

repair.
Both the FBI and tele-
phone company declined to
comment: the ' telephone
company on the grounds
that discussion of telephona

lines or customers would vio-
late its obligation to insure

- secrecy of communications.

Mitchell, referring to the
reported 450-line cable, said,
“Anybody who told yeu that
is absolutely out of his cot-
ton-picking mind.”

Mitchell said all FBI taps
and bugs are approved by
him. He said he has “no,
problem whatsoever accept-
ing the clear records that
we have.” .

He added, “All you have
to do is prove to me that
these taps are on there at
the FBI’s activation, and
whoever put them on there
will be. out on the street
looking for a job.”

©:4200 Lines”

According to a former
FBI soundman, who asked
not to be identified, wide-
spread ' FBI tapping is not
new. He says that he person-
ally serviced 200 surveil-
lance lines, almost all of
them wiretaps, in New York
City around 1960. The taps
were monitored from an av-
erage of:six rooms léased in
apartments and office build-
ings throughout the city, he
said. During that period of

time, congressional hearing

transcrlpts show, Hoover
was: testifying to fewer than
100 taps throughout the
country.

The first public indication ,.
that thé FBI had engaged in*’
extenswe electronic eaves-
dropping came in April, -
1963, when an FBI bug was
found in the office of Ed
ward Levinson, then presi-
dent of the Fremont Hotel
in Las Vegas. In later court
testimony,. FBI agents said
the bureau had conducted
17-hour-a-day monitoring. of
microphones - connected
through 25 leased lines to
various casinos and hotels in
the area.

At the time, the FBI was
under’ no clear-cut obliga-
tion to obtain specific ap-
proval of the Attorney Gen-
eral.tp “engage  in bugging,

.. while approval for each wire-

tap installation was re-

. qitired. Tapping is lntefcep-

‘tion of telephone conversa-

” tiens, usually thrwgh physi-
~ ‘cal jconiections’to teleplione
: wwes, hiigging ‘is intercep-

tion ‘of conversations in a
roomy, - usually with . con-
."cealed microphones,. After



. the 1968 ‘crime act was en-
~-acted, laws and regulations

applying to -the two prac-
vtices
‘identical. il ,
*&Yire‘ta” Approval. -
... Only once did ‘it- appear
ott the'record that the FBI
might have wiretapped with-
out the required approval of
the Attorney General.

An FBI agent testified in,

a June, 1969, court case oI -

“an-appeal of a draft convic-
tion of Muhammad Ali that:
he monitéred an FBT tap on

the late Dr. Martin’ Luther. -
King's home, telephone: in -

Atlanta until May, 1965,
when ‘he was transferred o
another post, but he ‘under-
stood that the tap was con-
tinued by the FBI until a
few days before Dr. King’s
assassination in 1968. .
The three most recent At-
torneys General—Mitchell,
Clark and Nicholas - deB.
Katzenbach—all agreed in
interviews that there is no
evidence. of authorization of
the King tap after Katzen-
bach took over in.1965. If
the King tap were continued
until the civil rights leader’s -
death; it would have been in
violation of presidential or-
ders, the three men indi-
cated. T :
No Comment. - - .,
The agent who gave the
testimony, ‘C. Barry Pickett,
now assigned to the Cingin.
nati field office, declined to '
comment on how He knew:
that the tap was continued, -
In: placing taps, the -FBI.
_works -closely with the tele-.
_phone; company, :sources in
both agencies say. Usually
the employees who place the
taps do not-khow they are
doing so. v
The’ FBI relays a “work
order” to a contact man in
the company. The company
‘man is known-as the “chief
special agent”—fréquently a
former FBI agent himself.
In the largest cities the job
is handled by other special
personnel. .
The work order is filtered
_through several supervisory
levels. It instructs a worker
to simvly connect one wire
to anether.
The Conneetion :
The connection may be
made either at the tele-
phone ~exchange office’s
“main frame,” a structure
sometimes two stories high
and nearly a block long
where all subscriber lines
and cables come into the ex- .
change from the ground, or
in' any of several places
where = the' line emerges
between the exchange of-
fice and the telephone to be
tapped or room to be
bugged. The appearances:

“became  essentially .

may be in underground
vaults or manholes, in build-
ings or on telephone poles.
Such orders to connect
lines are commonplace within
the phone company. They
may occur, for example,
when a customer wants an
answering service attached
to his line, or an off-prem-
ises phone that rings when.
his home phone rings, or a

telephone number that re-
mains unchanged after .a
move from an area served
by another exchange.
Thousands:® of the taps,
cailed “half-taps” in tele-
phone parlance, are sold-
ered onto customers’ lines

on the main frame, and tele-
phone men say there is no
way to distinguish between
these taps and FBI taps. '

Many of the half-taps are
connected to dead wires left
over from previous installa-
tions. When such wires are
found, telephone sources
say, no effort is made to
find out if the lines are in
fact taps.

“you have to go on to the
nekt job,” a telephone frame -
worker explains. )

-In- Washington,. FBI tap
orders are known within
C&P as “Sam Spade jobs”
or “Horace Hampton cir-
cuits.” .

Hampton is C&P’s direc-
tor of government communi-
cations, but to those in-
volved, he is considered to
be the company's man in
‘éharge of goverfiment wire-
tapping;: His name appears

on telephone: - line eards

warning ‘employees not to
dispatch . repairmen - to
tapped “phones, sources say.
A C&P spokesman said
Hampton may not be inter-
viewed because he handles
usecret defense lines.” B
william “F. Turner, a for-
mer FBI sounidman in San
Francisco and Seattle, said
“in interviews the telephone
company there, at least in!
the past, has cooperated
with the FBI to-the point of
setting up tape recorders on
--lines “right in the central
office.” Turner was fired by
the FBI and later wrote “J.
Edgar Hoover and the FBI:
The Man and the Myth,” a
critical book. :
Says Turner, “I had a situ-
ation when the phone com-
pany was servicing a line,
and we had put a ‘suicide
tap’ on.” A suicide'tap is one
placed without FBI . ap-

proval; it is dene when an .

agent feels it is imperative
to intercept telephone calls
for a shprt time to.solve a

“" In ithe, past 10 years; ac.’
i cording to “agents, the FBI:

case, and approval from the
FBI headquarters is thought
te be too time-consuming or
when authorization is not
given.

Turner says the suicide
tap was made with clips at-
tached to a line on-a tele-
phone pole. A thin wire ran
down the pole, and conver-
sations could be monitéred
from an FBI car periodically

_parked at- the base of- the

pole. - ;

«A lineman found it, and
his supervisor called - the
special agent (of the tele-
phone company), who called

‘mi¢. That ended tha 7

¢ ‘an .emergency exists,

. the 1968 wiretap law permits

law enforcement officers to
tap or bug without a court.
order for 48 hours in na-°
tional security or organized
crime- cases.. A court order
must be dpplied for at the
end of 48 hours. ‘

“Frightening” Clause

.. .Edward Bennett Williams,
the Washington trial attor-
fiey who has been counsel in
many of the major wiretap
cases decided by the U.S. Su-
preme Court, calls ‘the 48-
hour clause “frightening”
because “they can stick a

i

- bug in for 24 hours, take it

out at night when they don’t
.need to bug anyway, and put
it in again in the daytime.”
Mitchell said the 48-hour
clause hasn't been used by
the Justice Department be-

_cause “we’ve found it hasn’t
 been necessary,” To obtair

~a court order for a tap, “you

" just find a:judge, there’s no.

_hearing: on it or-anything

" else, ' The -oply: " basis for.

using’ that ‘would ;be .in an.

_extreme emergency to pre-
_tect e, or. Cifcinstances
fike that” - <% ¢ i

has increasingly tuttied to

bugs rather than taps .to

gather intelligence in orga-

nized crime and ‘domestic

security cases. P
“The Mafia and radical

groups don't talk on the tel-

ephone very much,” Ramsey

Clark says.
The microphones—as
small as pinheads—are

often concealed in FBI-man-
ufactured wall plates cover-
ing. electric outlets or tele-
phone connection boxes.
They . may transmit radio
waves to receivers in listen-
ing posts nearby ‘or they
may be. connected to spare
- telephone lines leased by
‘the FBI and routed to the
bureau’s monitering rooms.

Legal Requirements

Attorney General Mitchell
says the law requires all
government agencies; except
the - Central Intelligence
Agency, to seek his approval
before they may tap or bug,
The: CIA, he sdys, is barred
from spying domestically.

CIA sources agree that
whatever tapping the
agency does in this country
is sporadic, as it is, they say,
with the National Security
Agency, which eavesdrops
extensively overseas. )

Although physical surveil-
lance of politicians and do-
mestie groups by the Army
Intelligence Corps. has been
widely publicized, none of

the informants has alleged
use of electronic eavesdrop-
‘ping. . «

- A “Washington manufac-
tt_lrer of bugging and tap-
ping devices, who -declined
to be identified, claims he
sold in 1962 $10,000 worth of
the equipment to various.
East Coast divisions of the
corps and was negotiating to
sell another $100,000 worth. .

Protection Taught

An Army spokesman ac-
knowledged that protection
against bugging is taught at
Ft. Holabird in Baltimore,
and “you can’'t teach that
~without teaching how to
bug.” The spokesman, Lt
Col. Harry A. Heath, said
whatever Army tapping or
bugging existed was stopped
by a 1965 order from former
President Lyndon B. John-
son. R
‘The Defense. Department
says it monitors its own tele-
phone lines for security rea-
sons and to prevent “unau-.
thorized use” of government
communication lines. A
spokesman says employees
are warned that:their calls
may be monitored, and “no
other use” is:made of infor-

. mation obtained by listening
‘in.

‘-=“Th'e ~ Internal Revenue
Service . maintdins a pad-
locked room in'its basement
\v‘w.here abouf $100,000 in bug-
ging equipment is stored,
IRS sourcas say, but Vernon
D. Acree, an assistant com--
missioner . for ~ inspection
services, says the devices are
only used in attempted
bribe cases when either the
IRS agent or the taxpayer
gives his consent to use of

.the equipment.

Acree declined to permit

‘this_ reporter to see the



equipment room.

Mitchell said he approved
504 requests for ‘“consen-
tual” bugging by all govern-
ment agencies last year, up
from 395.in 1969.

Agency Monitoring

About 52 government
agencies permit monitoring
of their own' calls to some
degree, usually through use
of - “transmitter .
switches,” which allow calls:
to be heard from an exten-
sion phone on the same line

without either party hearing -
the third telephone. Often

the  monitoring switch is
used simply to allow'a gov-
ernment official’s sechetary
to transcribe ‘# conversation
with consent of all parties,
according te. the House For-
eign Operatwns and Govern-
ment. Information Subcom-
mittee, which released a sur-
vey last December,

It is the more secretive
monitoring that causes con-
cern.

“Oné of the most terrify-
ing things about Gearge Or-
well’s 1984’ - was not just
that ‘Big Brother is watch-
ing you’ but that you never
knew when you were being
watched,” says Sen. Mark O.
Hatfield (R-Ore.). -

- Who is monitored? =

Besides Dr. King, the Jus-
tice Department has admit-
ted in court to bugging or
tapping, either intentionally
or through “overhearing,”
Elijah Muhammed, head of
the Black Muslims, ‘H. Rap
Brown, the black rilitant;
Muhammad Ali, the boxer;
Lawrence ' (Pun Plama.ndon,
a White Panther Party de-
 fense minister and -these
defendants in the Chicago
Seven trial; David Dellin-
ger, Rennard Davis, Thomas
Hayden, Jerry Rubin and
Bobby Seale. .

‘Court-Apiproved Taps

Nearly all the .courf-ap-

proved’ taps are .On organ-
ized crime flgures and
many of the national secu-

. Pity taps are on foreign na-
"tionals working for other
- cour.tries and forelgn mis-
sions,; FBI sourees say.

- The source claimed that
";some of -the 460 lirres leased
by the bureay for: tapping in
- ‘Washington are used for

- these purposes, but the full
inventory of tap targets
could not be determmed by
- the source. ’

Robert Amory Jr., deputy
director of 1nte111gence for
the CIA from 1952 through
1962, told The Washington
Post that he saw evidence
gioen him by high White

‘eutoff -

House officials that his offi-
cial CIA ©phones were
tapped by the FBI during
his tenure at the agency.
Amory. who later became

-head of the Budget Bureau’s

international division and
now practices law in Wagh-
ington, declined to discuss
the exact nature of the. “evi-
dence,” since, he said, it is
classified. But he described
it as the “fruits” of the mon-
itoring.

" Red China Policy -

Why was “he tapped?
Amory says he believes it

“was because he favored. ad-

mission of Red China to the

-~ United Nations in the early

1950s. .

Robert G. Dunphy, Senate
sergeant-at-arms says he re-
ceives an average of one to
two requests a month from
senators who want their tel-
ephone lines checked by the
phone company for taps.
Rep. Abner J. Mikva (D-111)
says that of 25 congressmen
‘he polled, 20, including a
committee chairman and

twa subcommittee chairmen,

said they believe they are
tapped. -

. But wiretap searches ‘on
the Hill rarely turn up evi-
dence -of snooping, and then

" the results are often mcon-

clusive.
A year ago, say aides to
Sen. Birch Bayh (D-Ind.), a

" government employee

leaked information to Bayh

on the strategy of the propo-

nents: of the nomination of
Judge Clement Haynsworth
to the U.S. Supreme Court.

“Felling Pressure”

The information - was
given to Bayh in his office
with two other people pres-

. ent. Within 48 hours, Bayh's
" office . says, the -employee

was -informed that it was be-

" lieved he had leaked strat-

egy, and- “he began.feeling
pressure.” .

A debugging  expert
checked- Bayh’s office and
detected a. radio transmis-
sion from the floor just in
front of Bayh’s desk. Rather
than ripping up the newly
installed carpeting, Bayh’s
office says, the expert ham-

mered the area with a fire- -

place poker until the trans-
mission stopped.

More than a-week later,
the carpeting was taken up
without the expert present
Nothing unusual was found.

The - debugger, Kennard
Smith, a former Internal

Revenue Service wiretapper,
says, he is convinced the
transmission was a bug. A
spokesman for Sen. Bahy
says the senator doesn’t

-know what it was.

Widespread national ‘pub
licity followed a charge in
1966 by another wiretap ex-
pert that Capitol lines were
being tapped through a 100-
line cable running three
blacks from the Capitol
frame- room to the former
Standard Oil Building at 261

Constitution Ave, NW. The

building has since been torn

" down.

Private Authority

The expert, Bernard B.
Spindel, was considered by
both telephone company and
FBI officials to be the'top
private authority on wire-
tapping’ in ‘the country. He
died last week of a heart at!
tack. Spindél had been ar-
rested more than 200 times
for tapping but convicted
only twice, once two yeéars
ago, when he served 14
months in jail for conspiring
to wiretap for New York fin-
ancier Huntington Hartford,
according to New York offi:
cials. Spindel ‘said ‘in-am in-
terview before- his death

that he made eavesdropping :

devices and taught wiretap-
ping to law -enforcement
agencies.

Spindel said he Had found '
the 100-line . cable while

checkihg the line of a con-
gressman for taps. He
claimed he found a bug con-
nected to a spare line run-
ning , to the Capitol frame
room. By placmg a fre-
quency on the line foéllow-
ing it with a detector out-
side, he said he was able
to trace a branch of the line
to the Standard Oil Build-
ing. He said he could not re-
veal the name of the con-
gressman. -

Lines Traced

He said he traced the
lines to the sixth floor of

the ‘Standard Oil Building, -

where an obscure section of
the Justice Department’s Bu-_
reau -of Prisons rented
space.

In a 1966 1nterv1ew with

this reporter, C&P’s Horace«
R. Hampton - confirnied them

existence of the 100-line
cable but said it was not for
buggmg .or’ 'tapping. but
rather an “ecnomlcal" ‘meas-
ure to allow for expansion.
He said the Capitol lines are
“carefully guarded -against
entry by a foreign source.?
C&P would not allow a
further .interview - with

Hampton at this time and’

declined to comment on the
subject. .

According. to Mitchell,
*“Congress hasn’t been
tapped or bugged since I've
been here, and I doubt very
much that they've ever
been. If anyone found a bug
they’d be down here so fast

. ..0h, come on.”

Walter J. Sheridaf, a for-
mer FBI agent and special
assistant to Attorney. Gen-
eral Robeért F. Kennedy,
says, “The danger of an
agent leaving the FBI and
talking - would certainly
deter thé bureau from tap-
ping Congress.”

“Delusions of Grandeur”
“A lot.of people have de-

‘ lusions of grandeur that

their conversations are sig-
nificant: enough to be lis-

» tened to by snoopers,” says

Gerald M. Caplan the met-
ropolitan - police . depart-
ment’s - general counsel, re-
ferring to the prevalent fear
of wiretapping in Washing-
ton. “Tapping legally or ille-
gally- is’ costly, time-consum-

+ ing, and involves ‘much man-
.power.”

Spindel contended Such
statements are part of the
psychological war of nerves
waged by tappers and the
tapped.

“They want you to believe
tapping is too expensive or
risky,” he said, admitting to
his own stratagems to foil
FBI buggers by planting

false information "in
wired for sourd by threo ob!?:
reau. Part of the problém
Spindel claimed, is (Hat moat
debuggih,g experts cann
detect a government tap,
‘Ordinarily ? gays former
FBI  soundman ~ Tyrn T,
“there’s no npise - ‘from - u‘
tE“)Bldtz;t\p tTh: ;)nly real ‘way
etect i
check of the lina physi&l
pole box 'to the - malﬁ tele-
hon;e comxl:any) exchiange ™
you have
tap with mo&ﬂnae:g‘ 5 gtjbd
;t; y:ﬂ.ll improve your. Iine,
Jose
retired 'D.plé Woliscieﬂmon’ .
tor conyicted, with ttiers,
for operaﬁng & bug found {n
1962 in a ayﬂower H‘o 1
iﬁfésgﬁii‘xfé"d AT o
a4 gas company
on'a case before the
Power Commiission: Fetleral
“All of & suddeti when
you're getting clarity, now
youw’re béing’ tapped ” Shi-

_ Imon says,



Noises on Lines

Most noises on telephone
lines, wiretappers and tele-
phone officials agree, are
caused by ‘a range of ordi-
nary mechanical problems.

Clicks on the line, C&P
says, can be caused by loose
connections in the phone,
cables, - ‘or - central office
equipment, wet cablqs,
defective switches in tife
central officé, and power
surges when batteries in tl{&
central office are charged.

Faint overhearing- ofacon‘
versation on other lines ) may
be from faulty wire i aﬁ
tion or sphces, wet ca }
that increase electrical ln—'
duction - between wires, and
out-of-tune ¢ circuits ' that
carry-many conversations at
different frequencies over a
single wire, The same prob:.
lems may produce ‘“beep”
tones dumng a conversation,
C&P said.

Repairmen tapping into a
line ‘to repair it or locate
other wires can also ‘cause a-
click, C&P added.’ »

But experts say even the’
FBI can make mistakes or
its equipment can' break
down,  causing strange 'ef-
fects that' sound sirnilar to
noises produced by normal’
mechanital irregularities. -

The government takes no.
chances that"its own phonés
or offices msy be’ bugged
The suites of most ofthe’
heads of government agen-
cies, - - ineluding  President.
Nixon’s office, are: periodis.
cally “swept” bhy.debugging
experts:. When-{elephones..
are installed by .C&R at'the-
homes -of some of the eabi-.
net officers, such as Defense
Secretary Melvin -R. Laird,
government security-men’go
with the instaHers; and’
check the phones .for bugs
after they leave: : B

J . Edgar Hoover doesn’t
worty ‘about his own home
phones ~being tapped.  Two
FBI agents check them out
about onoe every - two
months. -

‘But for most Amarxcans
says lawyer Williams, *“It's
an exercise  in futility to
check lines: because the
thing can be pulled out and
then put back in.™* o

“1 don’t say a thing over

my own phone that. I don’t’
care if someone else Hears,”™
says Marvin G. Gentile, dep-
uty- assistant secretary for.
security at the State Depnrt-
ment. :
And Mitchell, asked about
his home ' phones,  said he
never says anything on ! he
telephone “that I wmgl

\mﬁﬁm Pmm Warempgm,
owhBugging.




