CHARLES McC, MATHIAS, JR. COMMITTEES:
MARYLAND APPROPRIATIONS

Alnifed Hiafes Denafe

DisTRICT oF CoLUMEIA
WASHINGTON, D.C. 20510

October 1, 1975

Mr. Harold Weisberg
Route 12
Frederick, Maryland 21701

Dear Mr. Weisberg:

Thank you for your recent letter responding to my request for
your views on the Bill of Rights Procedures Act.

You are correct in assuming that I inadvertently left out a copy
of 5. 1888, the legislation I have introduced with regard to privacy.
Inclosed for your review is the Congressional Record reprint of S, 1883,
along with my introductory remarks.

I will bear in mind the views you've already expressed and look
forward to receiving any further comments after you have had a chance
to review this piece of legislation.

Again, thank you for bringing this oversight to my attention.

With best wishes,

Sincerely,

r
&

Charles McC, Mathias, Jr.
United States Senator
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By Mr. MATHIAS (for himseif,

Mr, Mawsrieno, Mr. PHILIP A.

Harr, Mr. Javirs, Mr, Kenneoy,

Mir. Nersow, and Mr. PearsoN) ;

5. 1888. A bill to require in all cases

court orders for the interception of com-

munications by electric and other

devices, for the entering of any residence,

for the opening of any mail, for the in-

spection or procurement of certsin’

records, and for sther purposes, Referred
to the Commitiee on the Judiciary.
BILEL OF RAUCHTS PFROCEIURES ALT

Mr. MATHIAS. Mr. President, recent
events have demonstrated to all Amer-
icans that cur Covernment has at times
transcendad constitutional processes and
involved itsell In a variety of excesses in
the area of surveillance. These inelude,
but are by no means limited to: military

Intelligence activities at the 1968 Demo-
cratic National Convention, FBI sur-
veillance of various civil rights leaders

and of participants at the 1964 Demo-’

cratic Convention, wiretapping hy the
White House “plumbers” unit, complla-
ton of thousands of files at the CIA re-
lated to domestic security, and the main-
tenance of FBI files on Members of Con-
gress. Most startling of all ls the so-
called Huston plan revealed in the course
of the Senate Walergate Investigations.

Governmental surveillance—the Fed-
eral invasion into areas of privacy rea-
sonably expected by all citizens—has
sown the seeds of a deep-seated malaise
into American life, Watergate, CIA and
FBI surveillance, the maintenance of files
on congressional Members all are.part of
this problem. They have been accom-
panied by an onrush of technuloglcal
sdvancement and growing p of
buresucratic structures, all of w'hlnhhas
created a kind of “future shock™ sense
that things are just moving too fast—
have gotten beyond our control.

‘The malaise gripping an ever-increas-
ing number of Americans in the appre-
hension and fear that those who register
dissent, those who voice displeasure with
governmental policy, are subject to un-
bridled scrutiny through pervasive gov-
ermmental  surveillance
Actual surveillance in blatant dlﬂ-ecard

Senaie

of constitutional safeguards has created
the apprehension that there may be in-
trusions at any time upon one of our most
cherished ideals, the right to privacy.
But perhaps of greater consequence la the

effect that accompanies such
surveillance, The mere threat of monitor-
ing intimidates individuals, forces with-
drawal from political activity, and im-
pinges upon first amendment freedoms.
It is by no means an overstatement to
claim that unchecked governmental sur-
velllance strikes at the very vitality of
this Nation. ‘

The fourth amendment provides:

The right of the people to be secure In
their persons, houses, papers, mnd effects,
against unreasonabls searches and seizures,
shall not be violated, and no Warrants shall
issue, but upon probable cause, supported
by Oath or afirmation, and particularly de-
scribing the place to be searched, and the
persons or things to be seized,

Justice Brandeis emphasized the im-
portance of the Iourth amendment to
ﬂuﬁghtotpﬂmcylnhislmmtnd
dissent:

To protect (the right to be let alona),
mmm-mmbymgmm-
nu-t’ upon the pumy thn individual,

the yed, must be
du:-d s violatioh of the fourth smend-

The Supreme Court in Katz v, U.5.2380
UB. 347 (1867) held that the amend-
ment's spirit now shields private speech
from wnreasonable surveillance. The de-
cislon implicitly recognizes that broad
and unsuspected governmental incur-
sions into conversational privacy which
electronic surveillance entails neceg-
sitates the applcation of the fourth
amendment safeguards. ‘
of “unreasonable searches and selzures,”

reasonableness hes been determined on
the basis of the commands of the war-
rant clnuse:

It {a not an Inconvenlence to be welghed
somehow sgelnst the clalms of policy ef-
ficlency. It s, or should be, an important
working part of our machinery of govern-
ment, operating es n matier of course to
check fhe well-Intentioned but mistakenly
over-gealous executive officers who are a
part of any system of law enforocement.
Coolidge v. New Humpshire, 403 U8, at 481,

More recently the High Court stated
in U.S. v, U.S. District Court, 403 US..
297 (1972) :

The fourth amendment contemplates a
prior judicial judgment, not the rlsk thag

exocutive discretion may be reasonably ex-'

ergised. This Judiclal role accords with our
hasle constitutional doctrine that individual
freedoms will best be preserved through a
separation of powers and divislon of func-
tlons among the different branches and
levals of government,

There are exceptions Lo the warrant
requirement, but they are few and have
been judicially delineated with extreme
caution. The court in U.S. district court,
supra., rejected the contention thai there
should be an exception to the warrant
requirement in areas of domestic secu-
rity; the inherent vagueness of the se-
curity concept, the necessarily broad and
continuing nature of intelligence gather-
ing, and the templation to use such sur-

ce to oversee political dissent dic-
tate that the requisites of the fourth
amendment be adhered to even in such
matters. And the court called upon the
Congress to formulate the standards
upon which judicial approval of national
security surveillance may be rendered.
That is what this legislation is designed
to provide.

Mr. President, keeping in mind:

‘The paramount interest we all shere
in our rights to privacy;

The frightening reve.lationz of the past
2 years;

The chilling effect that unchacked
govemmental surveillance necessarily

Conxm constitutional responsibility
to enact statutory guidelines to assure
that the Bill of Rights remains secare
from the assaults of arbitrary power;




I reintroduce today a bill which would
strengthen the guarantees of privacy
confained In the fourth amendment. I
iniroduced an identical bill in the 83d
Congress, 8. 3440, The bill, entitled “The
Bill of Rights Procedure Act of 1975,
wounld require any Federal agent to ob-
tain a court order before he or she may
conduct any form of surveillance on a
private citizen. Probable cause must be
demonstrated before the court order
could issue and the warrant must be spe-
cifie in its particulars.

The term surveillance Includes bug-
ging, wiretapping, and all other forms of
electronic eavesdropping, opening of
mail, entering of dwellings, and the in-
spection or procurement of the records of
telephone, bank, credit, medieal, or other
private transactions. A court order would
be required in virtually every instance,
the only exceptions being: The serving

of an arrest warrant, the hot pursult of

8 criminal or when the ocomsent of the
Individual has been obtalned.

A penalty of up to $10,000 and/or a
year imprisonment is provided for any
governmental official, employee, or agent
who willfully violates or causes the viola~-
tion of the bill. The legislation requires
that within 30 days after application for
& court order, the applicant must file a
report with the Administrative Office of
the U.8. Courts and with the Committee
on the Judiciary of the House and Sen-
ate, Followup reports on approved sur-
velllance activities would also be re-
quired.

It is my firm belief that the discre-
tionary authority in the area of govern-
mental survelllance should not be lodged
solely with the executive branch. Sur-
veillance undertaken on any grounds
including national security and forelgn
policy must conform with the requisites
of constitutional processes.

The chief judge of the third circuit
expressed his belief that there is no exec-
utive prerogative in the fleld of foreign
affairs intelligence which may be beyond
the reach of those checks and balances
which in one way or another limits every
other power of the central Government.

It is troubled times such as these that
we are now facing that generates warn-
ings and calls for action on the part of
Congress. Congress has the responsibility
and the power to enact the statutory
guidelines necessary to assure that the
Bill of Rights citadel constructed by our
forefathers is not breached by the exer-
cise of arbitrary power. .

The substance of the Bill of Rights '

reflected the experience of the constitu-
tlonal framers with governmental ex-
" cesses; the legislation I introduce today
reflects our recent experiences with exe-
cutive excesses as well,
We have had clear and unmistakable
warnings;

(s ]

There must be provisions for vigoraus
oversight and full accountability of the
activities of the U.S. Government In all
areas of surveillance of American citi-
zens; and

We must adhere to the belief upon
which our form of government was
founded.

Law, freedom, the pursult of justice,
and the exercise of arbltrary and un-
checked power are necessary irrecon-
cilable and in eternal confiiet, -

Mr. President, I am pleased to note

today that a companion bill has besn in~
troduced In the House of Representa-
tives by the Honorable CrarLES MosHER
ef Ohlo. That bill has 72 cosponsors and
has been the subject of hearings before
the Judiclary Committee of the House.
This legislation has broad support and
I am hopeful that it will recelve prompt
attention in the otherbody.

Mr. President, in the course of its
deliberations, the House Judiclary Com-
mittee has indicated that it may make

some changes in their bill. I am cer--

tainly amenable to any Improvements.
If, for instance, more specific standards
for the ssuance of subpenas were to be
provided, I would think we would want
to give careful consideration, My point
is that I am wedded to the concept of
this legislation, but not to specific lan-
guage.

Mr, President, I ask unanimous con-

sent that the text of my bill be printed
at this point In the Recerp.

There being no objection, the bill was
ordered to be printed in the Rzcorn, as
follows:

8. 1888

Be it enacted by the Senate and House of
Representatives of the United States of
America in Congress assembled, That thig Act
may be clted as the “Bill of Rights Pro-

—cedures Act of 1975", '

: FINDINGS AND PURPOSES

BSgc. 2. (a) The Congress hereby finds and
declares that—

(1) the rights of the people of the United
States under the Constitution of the United
States are endangered by interception of
communi other electronic surveil-
lance, the entry of dwellings, opening mail,
and the Inspection of and procuring of the
records of telephone, bank, credit, medical, or
other businass or private transactions of any
Individual when undertaken by officials,
agents, or employees of the United States
without a court order issued upon probable
causa that a crime has been or is about to
be committed, supported by oath or affirma-
tion and particularly describlng the place to
be searched, and the persons or things to be’

(2) the constitutional duty of the Congress
to make the laws and to provide for the com-
mon defenss, and the constitutional duty
of the President to execute the laws and to
command the Armed Forces and other se-
curlty forces according to rules and regula-
tlons made by the Congress, would not ba
impeded by requiring court orders for any

Interception of communications, other eled-
tronfe survelllance, the entry of dwellings,
opsning mall, or the inspection of and pro-
ouring of ,the records of telephone, b.ak,
credit, medical, or other business or private
transactions of any {ndividual;

(3) the constitutionsl duty of 'the Con-
gress to make laws to.protect the national
security of the United States and the con-
stitutional duty of the President to execute
such laws should not limit the rights of in-
dividuals under the Constitution of the
United States. Any interception of communi.
catlons, other than electronic survelllance,
the entry of dwellings, opening mail, or ths
inspection of and procuring of the records
of telephone, bank, credit, medical, or other
business or private transactlons of any in-
dividual which is wundertaken on any
grounds, including but not limited to, na-
tlonal security or foreign policy, without a
court order lssued upon probable cause that
& crime has been or {s about to be committed,
supported by oath or affirmation and par-
tioularly describing the-place to be searched

the

zure"” within the meaning of the fourth
amendment to the Constitution of the
United Btages,

(b) It is therefore the purpose of this
Act to prohiblt any interception of com-
munications, other electronic survelllance,
surreptitious entry, mail openlug, or the in-
spection of and procuring of the record of
telephone, bank, credit, medical or other
business or private transaction of any in-
dividual without a court order lssued upon
probable cause that g crime has been or is

< about to be committed supported by oath

or afirmation and particularly describing the
place to'be searched and the persons or
things ta be selzad,

SEARCHES AND SEIZURES

Spc. 8. Bection 2286 of title 18, United
Btates Code, 18 amended to read as follows:

“§ 8230. Bearches without warrant
“{a) Whoever, being an officer, agent, or

_ employes of the United Stataa or any de-

t or sgency thersof willfully—

“(1) mearches any private dwelling used
and occupled as a dwelling without a war-
rant directing such search or mallciously
and without reasonable cause searches any
other’ bullding or property with a search
warrant;

- Pprocuras or lnspects the 'records of
telephone calls bank, credit, medical or
other business or privata transactions of any
individual without a search warrant or the
consent of the individual;

“¢3) opens and forelgn or domestlc mail

* not directed to him without a search war-

rant directing such opening or without the
consent of the sender or addressee of such
;;:u in violation of section 3633(d) of title

; or . ) ‘

"(4) Intercepts, endeavors to intercept,
procures any other person to Intercept any
wire or oral communication except as au-
thorized under chapter 119;
shall be flned not more than $10,000 or
imprisoned not more than one year, or both,

“{b) (1) The provisions of section (&) (1)
shall not apply to any person—

(A) serving a warrant of arrest:

(B) arresting or attempting to arrest a
person comitting or antempting to commit an
offense in hls presence, or who has com-
miittpd or is suspected on reasonable grounds
of having committed a felony; or 7

%




*({C) making a search at the request or
invitation or with the consent of the oc-
cupant of the premises.

"(2) For purposes of subsection (a) the
terms ‘wire communication’, ‘oral comuni-
catlon’, and ‘intercept' shall have the same
meaning as glven to such terms under chap-
ter 119."

INTERCEPTION OF WIRE OR ORAL
COMMUNICATIONS

BEC. 4. (a) Sectlon 2511(1) of such title
18 s amended by striking out “Rxcept as
otherwise speolfically provided In this chap-
ter” and inserting In lleu thereof “Except
as specifically provided In this chapter, and
except as speclfically provided In chapter 109
in the case of any officer, agent or employes
of the United States,”.

(b) Sectlons 2511(3), 2518{7T), 2518(d),
and the last sentence of sectlon 2520 of such
title 18 are repenied.

REPORTING OF INTFRCEPTED COMMUNICATIONS

Bro, 6. (a) Bectlon 2519 of such title 18 is
amended to read as follows:

"6 2519. Reports concerning Intercepted wire,
oral, and other communications

“(a) Within thirty days after the date of
an order authorizing or approving the Inter-
ception of a wire or oral communication (or
each extension thereof) entered under sec-
tlon 2518, or the denial of an order approv-
ing an interception, the person seeking such
order shall report to the Administrative Of«
nuor:haUmmstummurhmdtom
Commlttess on the Jud! of the Senate
and House af Rapmntl:.nmvu—

*{1) the fact that an order or extension waa
applied for;

*(2) the kind of order or extenslon applied

for;

*(3) the fact that the order or extenslon
Wwas granted as applied for, was modified, or
was denled;

"(4) the perlod of interceptions suthorized
by the order, and the number and duration
of any extensions of the order;

"‘[51 the m&u 91';11 parties to the inter-

“(6) the offense specified In the order or
application, or extension of an order;

“(7T) the identity of the investigative or law
cntorumtu;c:leg and agency making the
application ¢ person authorizing thi
application to be made; °
~ “(B) a copy of the court order authorizing,
approving, or denying such interception;

“(#) the nature of the facilities from which

or the place where communications wers
intercepted. -

“(b) Within 80 days after the date of an
order authorizing or approving the intercep-
tion of A wire or oral communication (or ex-
tension thersof) entered under section 2518,
or the denlal of an order approving an inter-
ception, the judge hearing the application
for such order shall transmit to the Com-
mittees on the Judiclary of the Senate and
House of Representatives a complete tran-
script of the procesdings.

-3~

*{c) Within 90 days after the date ol an
order muthorizing or approving the intercep-
tion of a wire or oral communication (or each
extension thereof) entered under section
2518, and within 60 days after the termina-
tion of any such Interception, the person
authorized to make such interception shall
report to the Administrative Office of the
United States Courts and to the Committees
on the Judiclary of the Senats and House of
Representatives the disposition of all records
(including any logs or summaries of any such
interception) of any such Interception and
the ldentlty of and actlon taken by all in-
dividuals who had access to any such inter~

on."

(b) (1) Any Information transmlitted or

tted, pursuant to section 2618(a)(5)
of title 1B, United States Code (as mdded by
subsection (a) of this section), to the Con-
gress or to any standing, special, or select
committee of either House of Congress or
to any joint commlittee of the two Houses
of shall be treated a5 a confiden-
tial communication and kept secret.

{2) Paragraph (1) of this subsection is
enacted by the Congress—

(A) as an exercise of the rulemaking power
of the Benate and House of Representatives,
respectively, and ss such shall be considered
a8 a part of the rules of each House, respec-
tively, or of that House to which 1t specifi-
eally applles, and such rule shall supersede
other rules only to the extent that they are
Inconsistent therewith, and

(B) with full recognition of the constitu-
tional right of either House to change such
rule (so Iar as i relafes to the procedure In
such House) at any tlme, in the same man-
ner, and to the same extent as In the case
of any other rule of such House.

REPORTING AUTHORIZATIONS TO OPEN MAIL

8rc. 6. Chapter 205 of such title 18, Is
amended by adding at the end thereof the
following new section:

"% 3117. Reporting requirements In the case
of warrants lsswed authorizing
the opening of mail

“{a) Within 30 days after the date of lssu-
ance of a warrant to open any mall or the

“(1) the fact that a warrant was applled

*“{2) the fact that the warrant was issued
as applied for, was modified, or was denlad;
“(3) the offense specified In the warrant;
. *={4) the identity of the investigative or
law enforcemsnt officer and the agency mak-
ing the application and the person author-
izing the mpplicstion to be made; .
*(8) the names of the sender and address-
ee of all mall opened pursuant to such war-
t-

"('ﬂ} a copy of the approved warrant;

*(b) Within 60 days after the date of sny
warrant authorising the opening of any mail,
or the denial of any such warrant, the judge
hearing the application for such warrant
shall transmit to the Committee on the Ju-
diclary of the Senats and House of Repre-
sentatives a complete transcript of the pro-
ceeding.”

TECHNICAL AMENDMENT

Szo. 7. The snalysis of chapter 205 of such
title 18 is smended by adding at the end
thereo! the following new item:

#3117, Reporting authorizatlons to open

v




