
Ye 
0 R
N
 

RM 
to

he
ii

et
ro

e 

  

  

WEBERMAN v. NATIONAL SEC. AGENCY 9 
Cite as 490 F.Supp. 9 (1986) 

swing transaction participated in by issuer); 

Allied Artists Pictures Corp. v. Giroux, 312 
F.Supp. 450, 451 (S.D.N.Y.1970) (short- 

swing transaction benefited issuer); Volk v. 

Ziotoff, 285 F.Supp. 650, 655-56 (S.D.N.Y. 
1968) (short-swing transaction intended to 

benefit issuer); Marquette Cement Manu- 

facturing Co, v. Andreas, 239 F.Supp. 962, 

966 (S.D.N.Y.1965) (short-swing transac- 

tions concurred in by issuer). See also Cut- 

ler-Hammer, Inc. v. Leeds & Northrup Co., 

469 F.Supp. 1021, 1023 (E.D.Wisc.1979); 

Jefferson Lake Sulphur Co. v. Walet, 104 

F.Supp. 20, 23-24 (E.D.La.1952), aff'd, 202 

F.2d 483 (5th Cir.), cert. denied, 346 U-S. 
820, 74 S.Ct. 35, 98 L.Ed. 346 (1953). Thus, 
assuming for purposes of this motion that 

Tyco was coerced by C-H to sell its C-H 
stock the defense of equitable estoppel 

would not bar imposition of section 16(b) 

liability. 

In conclusion, the Court finds that plain- 

tiffs’ extensive cash purchases of C—H stock 

after becoming a 10% stockholder and sub- 

sequent sale of their entire block of C-H 
stock within approximately two months 

subjects them to liability under section 

16(b).”7_ The Court also finds that plaintiffs 
have raised no cognizable defense t6 imposi- 

tion of this liability. 

Accordingly, defendant’s motion for judg- 

ment on the pleadings upon its counter- 

claim is granted and plaintiffs’ motion to 

amend and supplement their complaint is 

denied. 

Settle judgment on notice. 

° {cee 

4 

7. Section 16(b) requires that the insider dis- 
gorge the maximum profit obtained under a 
rule of lowest-price-in and highest-price-out 

within six months. Gratz v. Claughton, 187 
F.2d 46, 51 (2d Cir.), cert. denied, 341 U.S. 920, 
71 S.Ct. 741, 95 L.Ed. 1353 (1951); Smolowe v. 
Delendo Corp., supra, 136 F.2d at 239; West- 
ern Auto Supply v. Gamble-Skogmo, Inc., su- 

Alan Jules WEBERMAN 

v. 

NATIONAL SECURITY AGENCY and 

Admiral Inman, Director. 

No. 77 Civ. 5058. 

United States District Court, 

S. D. New York. 

Memorandum and Order April 3, 1980. 

On Reargument June 4, 1980. 

Action was brought under Freedom of 

Information Act seeking disclosure of tele- 
gram or message sent by Jack Ruby’s 

brother to Havana, Cuba, on April 1, 1962. 

The District Court, Brieant, J., held that 

record established that refusal by National 
Security Agency to disclose existence or 

nonexistence of telegram or message sent 

by Jack Ruby’s brother to Havana, Cuba, on 

April 1, 1962, was not justified under Free- 

dom of Information Act exemption permit- 

ting refusal to disclose matters specifically 

authorized by executive order in interest of 

national defense or foreign policy, or under 

exemption permitting refusal to disclose 

matters specifically exempted by statute. 

Judgment for plaintiff. 

1. Records ¢=63 
Freedom of Information Act action 

may be brought only against federal agen- 
cy, and not against individuals or govern- 

ment itself, and thus director of National 

Security Agency was not proper party to 
such action. 5 U.S.C.A. § 552 et seq. 

2. Records 55, 56 
Record established that refusal by Na- 

tional Security Agency to disclose existence 
or nonexistence of telegram or message 

pra, 348 F.2d at 743. While C—H’s counter- 

claim seeks to recover the profits from all pur- 
chases and sales occurring within the six- 
month period ending June 12, 1978, defendant 
concedes that only those profits realized as a 

result of the sale of C-H stock purchases while 

Tyco was a ten percent owner are recoverable. 
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sent by Jack Ruby’s brother to Havana, 

Cuba, on April 1, 1962, was not justified 

under Freedom of Information Act exemp- 

tion permitting refusal to disclose matters 

specifically authorized by executive order to 

be kept secret in interest of national de- 

fense or foreign policy, or under exemption 

permitting refusal to disclose matters spe- 

cifically exempted by statute. 5 U.S.C.A. 

§ 552(b\(1, 8); 18 U.S.C.A. § 798{a); Na- 

tional Security Act of 1947, §§ 101, 

10%d\3), 50 U.S.C.A. §§ 402, 403(dX3); 

Classification Act of 1949, § 6, 50 U.S.C.A. 

§ 402 note; Executive Order No. 12065, 50 

U.S.C.A. § 401 note. 

3. Records 55 
Showing of potential harm to national 

security, which is necessary under Freedom 

of Information Act exemption permitting 

refusal to disclose matters specifically au- 

thorized by executive order to be kept se- 

cret in interest of national defense or for- 

eign policy, is not required in order for 

refusal to disclose to be proper under ex- 

emption permitting refusal to disclose mat- 

ters specifically exempted by statute. 5 

U.S.C.A. § 552(bX1, 3). 

On Reargument 

4. Records #66 

In action brought under Freedom of 

Information Act seeking disclosure of tele- 

gram or message sent by Jack Ruby’s 

brother to Havana, Cuba, on April 1, 1962, 

district court declined, as exercise of its 

discretion, to review, in camera, top secret 

affidavit of director of Policy and Liaison 

of National Security Agency. 5 U.S.C.A. 

§ 552(a)4)\(B). 

Jan H. Brown, New York City, for plain- 

tiff. 

John S. Martin, Jr., U. S. Atty., by Les- 

lie R. Bennett, Asst. U. S. Atty., S. D. New 

York, New York City, for defendants. 

MEMORANDUM AND ORDER 

BRIEANT, District Judge. 

By motion docketed December 21, 1979 

and fully submitted for decision on January 

30, 1980, defendants National Security 

Agency (“NSA”) and Admiral Inman seek 

an order granting summary judgment pur- 

suant to Rule 56, F.R.Civ.P., dismissing 

plaintiff's action to obtain a document un- 

der the Freedom of Information Act 

(“FOIA”). 

[1] Admiral Inman also seeks an order 

pursuant to Rule 12, F.R.Civ.P., dismissing 

the complaint against’ him for failure to 

state a claim. On January 10, 1980, plain- 

tiff filed papers in opposition, in which he 

also moved for summary judgment on his 

FOIA claim, and, in the alternative, re- 

quested in camera inspection by the. Court 

of the requested document. The complaint, 

filed October 17, 1977, alleges a violation of 

the FOIA, 5 U.S.C. § 552{a), et seq., arising 

out of defendant's refusal to respond to 

plaintiff's request for the disclosure of a 

document. Subject matter jurisdiction is 

founded upon 5 U.S.C. § 552(a)(4X(B). As to 

defendant Inman, this action is frivolous. 

He is not a proper party defendant and no 

claim is stated as to him. This complaint 

was originally filed pro se. Counsel who 

has subsequently been retained by plaintiff 

does not dispute the point. As to defendant 

Inman, the complaint is dismissed. An 

FOIA action may be brought only against a 

federal agency, not against individuals or 

the Government itself. Morpurgo v. Bd. of 

Higher Educ., 423 F.Supp. 704, 714 fn. 26 

(S.D.N.Y.1976). 

The relevant facts are not in dispute. 

Plaintiff describes himself as a serious his- 

torian, and author of a published work enti- 

tled “Coup D’Etat in America,” interested 

in acquiring additional knowledge concern- 

ing an historical event of legitimate public 

interest; the assassination, on Nov. 22, 1963 

at Dallas, Texas, of President John F. Ken- 

nedy. 

The Court will treat the request as made 

in good faith for the purpose of satisfying a 

legitimate curiosity shared by many con- 

cerning a mysterious series of events which 

happened more than sixteen years ago. It 

will be recalled that J. Harvey Oswald al- 
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legedly shot the President, and later, at a 

different location, shot and killed Dallas 
: Police Officer Tippett with a different 

weapon. Taken into custody following the 

second killing, Oswald was shot and killed, 

on national television, by Jack Ruby. This 

, .before he had been arraigned or had given 
any statement which might have identified 

possible co-conspirators. 

__ The NSA received a letter from plaintiff 
on March 10, 1977 requesting a copy of a 

document described by him as a telegram or 

message sent by Jack Ruby’s brother, Earl 
Ruby, from Cobo Cleaners, 18135 Livernois, 

Detroit, Michigan to Havana, Cuba on April 

1, 1962. By letter dated March 24, 1977 a 
NSA information officer, Norman Board- 
man, denied the request, asserting that (1) 

the fact of the existence or non-existence of 

the information requested was classified, 

and the plaintiff was not a person authoriz- 
ed to receive classified information, 5 U.S.C. 
§ 552%(bX(1); and (2) the information was 

exempt from disclosure under 5 U.S.C. 
§ 552(bX(1) and (3). Plaintiff’s administra- 
tive appeal of this decision by letter post- 

marked April 19, 1977 was denied by letter 

of William J. Jenkins dated May 10, 1977 
for the same reasons.! The plaintiff then 
filed this action. 

In support of its motion, defendant con- 

tends first that NSA’s refusal to provide 

plaintiff with the requested information 
was justified under 5 U.S.C. § 552(bX1) 

(“Exemption 1”) because Executive Order 

12065 properly classified the existence or 
non-existence of the document as “Secret.” 
It will be understood that the message, if it 

exists, was transmitted by telegraphic 
means from Detroit, Michigan to a so-called 

1. The telegram is no mere figment of plaintiffs 
imagination. Earl Ruby, sender of the tele- 

gram, testified in September, 1978 before the 
Select Committee on Assassinations of the 
House of Representatives. His public interro- 
gation, undoubtedly observed by foreign intelli- 
gence operatives, was printed in Vol. IV of the 
Hearings. It is and was available on request to 
any journeyman spy from the Government 
Printing Office. Earl Ruby admitted under 

oath that he was the owner of Cobo Cleaners, 
in Detroit, Michigan, and that he was then 
“aware” that “on April 1, 1962 a telegram was 

sent from Cobo Cleaners to Havana, Cuba,” 

“Gateway City” of which New York is one, 

from which it was transmitted to the Re- 

public of Cuba either by transoceanic cable 

or wireless, either directly, or more likely, 

through facilities of another nation. One of 

the two affidavits submitted by John R. 

Harney, Assistant Director for Policy and 

Liaison at NSA, explains that a primary 

function of the agency is to intercept for- 

eign communications to obtain foreign in- 

telligence. However, because of the enor- 

mous amounts of communications and lines 

carrying those communications, NSA focus- 

es on particular lines which are apt to yield 
the highest volume of useful foreign intelli- 

gence information. If NSA were forced to 

disclose documents which revealed the par- 

ticular lines being monitored, a foreign 

power might obtain this information and 
withhold future communications over these 

lines, thereby causing NSA to lose a valua- 

ble source of information and rendering 

NSA more vulnerable, with concomitant in- 

jury to national security. Harney concludes 

that the fact of existence or non-existence 

of the message sent by Earl Ruby is proper- 

ly classified as Secret by Executive Order 

12065, because disclosure of such a fact 

would reveal that NSA did or did not moni- 
tor and intercept communications on a par- 
ticular line or route on April 1, 1962. 

Defendants also contend that their refus- 
al to provide the requested information to 
plaintiff was proper under 5 U.S.C. 
§ 552(bX3) (“Exemption 3”), because sever- 

al statutes protect disclosure of information 

concerning the communications intelligence 

activities of NSA. 

and that this was not a “normal occurrence” in 
his retail dry cleaning enterprise. Although 
Eari Ruby had tried to suggest that the tele- 
gram might have been sent to a United States 
community named “Cuba,” of which there are 
at least six such places, in Alabama, Illinois, 
Kansas, New Mexico, New York and Ohio, it 
appears from the Warren Commission record, 
also available to anyone, that an Internal Reve- 

- nue Service investigation of Earl Ruby con- 

firmed that the telegram was in fact sent to 
Havana, Cuba. Earl Ruby denied under oath 
that he was the sender. . 
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‘Plaintiff replies that the fact of existence 

or non-existence of the requested informa- 

tion is not properly classified as Secret un- 

der Executive Order 12065, and therefore 

not exempt from the FOIA requirements by 

Exemption 1, because the NSA monitoring 

program that intercepted this message, 

called “Shamrock,” is a matter of public 

record in a Senate Committee report, the 

Senate Committee to Study Governmental 

Operations, Supplementary Staff Reports 

on Intelligence Activities and the Rights of 

Americans, Report No. 94-755, 94th Con- 

gress, 2d Sess. (1976) (hereinafter referred 

to as the Church Committee Report). 

There is nothing Secret or Confidential 

now about Operation Shamrock, if we as- 

sume as we must that the unnamed un- 

friendly foreign intelligence subscribes to 

the publications of the U.S. Government 

Printing Office and can read English. Its 

cover has been blown by the Church Com- 

mittee which has revealed for all to read, 

that: 

“SHAMROCK is the codename for a spe- 

cial program in which NSA received cop- 

ies of most international telegrams leav- 

ing the United States between August 

1945 and May 1975. Two of the partici- 

pating international telegraph compa- 

nies—RCA Global and ITT World Com- 

munications—provided virtually all their 

international message traffic to NSA. 

The third, Western Union International, 

only provided copies of certain foreign 

traffic from 1945 until 1972. SHAM- 

ROCK was probably the largest govern- 

mental interception program affecting 

Americans ever undertaken. Although 

the total number of telegrams read dur- 

ing its course is not available, NSA esti- 

mates that in the last two or three years 

of SHAMROCK’s existence, about 150,- 

000 telegrams per month were reviewed 
by NSA analysts [footnote omitted]. 

Initially, NSA received copies of interna- 

tional telegrams in the form of microfilm 

or paper tapes. These were sorted manu- 

ally to obtain foreign messages. When 

RCA Global and ITT World Communica- 

tions switched to magnetic tapes in the 

1960’s, NSA made copies of these tapes 

and subjected them to an electronic sort- 

ing process. 
* s * s s * 

Obtaining the international telegrams of 

American citizens by NSA at the offices 

of the telegraph companies appears to 

violate the privacy of these citizens, as 

protected by the Fourth Amendment. 

That Amendment guarantees to the peo- 

ple the right to be ‘secure . . . in 

their papers against unreason- 

able searches and seizures.’ It also pro- 

vides that ‘no Warrants shall issue, but _ 

upon probable cause.’ In no case did 

NSA obtain a search warrant prior to 

obtaining a telegram. 
es * * = * 

{I]n early September the [NSA] gave the 

Committee its first detailed information. 

This briefing was followed by interviews 

with present and former NSA employees 

who had been responsible for the pro- 

gram and by examinations of documents 

at NSA and the Department of Defense. 

NSA assured the Committee at the time 

that it had examined all NSA documents 

which pertained to SHAMROCK. On 

September 23, [1975] the full Committee 

was briefed by an NSA official in execu- 

tive session. Following this briefing, the 

Committee interviewed officials in the 

telegraph companies which had partici- 

pated in the SHAMROCK program. 

On the basis of this investigation, the 

Committee prepared a report which it 

submitted to NSA for review. NSA had 

no specific comments regarding the accu- 

racy of the report, but expressed its gen- 

eral objection to public disclosure of the 

operation on the grounds that the report 

was based on classified information. 

[Footnote omitted]. 

On November 6, 1975, in a public session 

of the Committee, Chairman Frank 

Church read the report on SHAMROCK 

into the record.” 

(Report of Hearings before the Select 

Committee to Study Governmental Oper- 

ations With Respect to Intelligence Activ- 

ities of the United States Senate, 94th 

Congress, pp. 765, et seq.). 
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Plaintiff argues that the three statutes 

cited by defendant do not justify NSA’s 
refusal to comply with his request. As an 

alternative, plaintiff seeks to have this 

Court review the requested document in 
camera, if it exists, to determine whether it 

is exempt from disclosure. No purpose or 

benefit is perceived from such an in camera 
inspection. 

[2] The issue in this case is not whether 

the Ruby message itself is exempt from 
disclosure. Clearly it is not. Rather, this 

Court must determine whether NSA prop- 

erly withheld the fact of existence or non- 

existence of the information requested by 
plaintiff. Because there are no questions of 

material fact, the issue is solely one of law. 

The decision of the NSA is subject to de 

novo review by this Court, 5 U.S.C. 
§ 552(a)(4)(B), and the burden is on NSA to 

sustain its decision. Founding Church of 

Scientology v. National Security Agency, 

610 F.2d 824 (D.C.Cir. 1979). However, the 

affidavits submitted on behalf of NSA must 

be accorded substantial weight. Id. With 
this in mind, we turn to a discussion of the 

exemptions relied on by the Agency in 

reaching its decision. 

Exemption 1 of the FOIA, 5 U.S.C. 
§ 552(bX(1), permits an agency to refuse 

disclosure of matters that are: 

“(A) specifically authorized under crite- 

ria established by an Executive order to 

be kept secret in the interest of national 
defense or foreign policy and (B) are in 

fact properly classified pursuant to such 

Executive order.” 

Executive Order 12065, 43 Fed.Reg. 
28949, effective December 1, 1978, now 

found in 5 C.F.R. § 294.1001, provides that 
information which concerns “intelligence 

activities, sources, or methods,” may be 
classified as Secret if unauthorized disclo- 

sure of such information “reasonably could 
be expected to cause serious damage to the 
national security.” This same information 
may be classified as Confidential, a lower 
status, if unauthorized disclosure “reason- 
ably could be expected to cause identifiable 
damage to the national security.” Id. Exec- 
utive Order 12065 further provides that no 

agency may refuse to confirm the existence 
or non-existence of a requested document 

“unless the fact of its existence or non-ex- 

istence would itself be classifiable.” Id. 

Thus, the initial question is whether the 

existence or non-existence of the Ruby tele- 

gram is a fact properly classified and classi- 
fiable as Secret or Confidential, so that it is 

exempt under Exemption 1. 

The affidavits submitted by Mr. Harney 
assert that mere. confirmation or denial by 
NSA of the existence of this 1962 telegram 
to Cuba would reveal that certain lines of 

communication are now surveilled by NSA, 

and that this revelation would be expected 

to cause specific and identifiable harm to 

national security. Therefore, defendants 
contend that the fact of existence or non- 

existence was properly classified as Secret, 

or was classifiable as Confidential at the 

very least. 

I cannot accept this conclusion. In my 

view, the two affidavits submitted by Har- 

ney do not logically support a Secret or 

Confidential classification by NSA. Weiss- 
man v. Central Intelligence Agency, 565 

F.2d 692 (D.C.Cir. 1977). Without such a 

classification, defendants cannot rely on 

Exemption 1. A careful reading of the 

affidavits reveals that Harney contradicts 

himself on an essential point. On the one 

hand, he states that the communications 

lines targeted for NSA surveillance, and 
NSA’s capability to intercept traffic on 

those lines, are facts which must be guard- 

ed closely to prevent “foreign intelligence” 
from gaining any advantage in the cold war 

of espionage. Harney asserts that an ad- 
mission by NSA of so smal! and insignifi- 
cant a fact as the existence or non-existence 

of the 1962 Ruby message might be used by 
unidentified foreign powers to decipher, or 

even defeat NSA’s current ongoing intelli- 
gence gathering process, with resulting dire 
consequences. On the other hand, however, 

Harney concedes, as he must, that NSA in 
1962 used several different sources and 
methods to gather information or to moni- 
tor international traffic, including the since 
discontinued SHAMROCK operation re- 
ferred to by plaintiff. He then argues that 
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even if we assume that NSA has the re- 

quested message, “it would not be possible 

to ascertain whether such material had 

been derived from the Shamrock, or anoth- 

er, source,” If this is. true, and NSA cannot 

ascertain which collection source (SHAM- 

ROCK, or some other method) obtained the 

Ruby message, how can it be said that 

foreign intelligence could discover or as- 

certain that source? Such a result would 

suggest the absurd conclusion that certain 

foreign powers already know more about 

NSA’s operations than NSA does. Further- 

more, even if NSA admitted that it pos- 

sessed this message, and a foreign power 

inferred that the telegram was or was not 

obtained through SHAMROCK, no benefit 
or detriment accrues to either side. The 

Church Committee Report, supra, clearly 

states that the SHAMROCK program re- 
quired no special technology, as internation- 

al telegrams were turned over voluntarily 

by the participating domestic telegraph 

companies themselves. This is a matter of 

publie record, and it is difficult to imagine 

how an admission of the existence of a 

message which could have been and proba- 

bly was obtained in such a way in 1962, will 

reveal anything about NSA’s current inter- 

ception or surveillance processes than has 

been inferred already from the Church 

Committee report. 

I conclude that defendant has failed to 

show that confirmation or denial of the 

existence of the requested information 

would create potential harm to the national 

security, and also that the requested infor- 

mation was improperly classified under Ex- 

ecutive Order 12065. Accordingly, defend- 

ant cannot rely on Exemption 1. 

Defendant relies alternatively on Exemp- 

tion 3 of the FOIA, 5 U.S.C. § 552(bX3), 

which states that disclosure under the 

FOIA is not required with respect to mat- 
ters that are 

“specifically exempted from disclosure by 

statute ., provided that such stat- 

ute (A) requires that the matters be with- 

held from the public in such a manner as 

to leave no discretion on the issue, or (B) 

establishes particular criteria for with- 

490 FEDERAL SUPPLEMENT 

holding or refers to particular types of 

matters to be withheld.” 

Defendant contends that three statutes 

specifically exempt from. disclosure the fact 

of existence or non-existence of the Ruby 

message. The first statute relied on is Pub- 

lice Law No. 86-36, § 6, 50 U.S.C. § 402 

(note) (“Section 6”), which provides: 

“(a) Except as provided in subsection (b) 

of this section, nothing in this Act or any 

other law (including, but not limited to, 

the first section and section 2 of the Act 

of August 28, 1985 (5 U.S.C. 654) . 

shall be construed to require the disclo- 

sure of the organization or any function 

of the National Security Agency, of any 

information with respect to the activities 

thereof, or of the names, titles, salaries, 

or number of the persons employed by 

such agency.” 

[3] Section 6 has been held to be a stat- 

ute within Exemption 3. Hayden v. Na- 

tional Security Agency, 608 F.2d 1381 (D.C. 

Cir. 1979); Founding Church of Scientology 

v. National Security Agency, supra. There- 

fore, the issue is whether the affidavits 

submitted on behalf of NSA demonstrate 

that confirming or denying the existence of 

the requested message will reveal informa- 

tion integrally related to a specific NSA 

activity. Hayden v. National Security 

Agency, supra, at 1390. A showing of po- 

tential harm to national security, which is 

necessary under Exemption 1, is not re- 

quired under Exemption 3. Id. 

On the basis of these affidavits, it seems 

clear that the existence or non-existence of 

the Ruby message is a fact which, if dis- 

closed, would reveal no secrets about a spe- 

cific NSA communications intelligence op- 

eration in effect now, nor would it reveal 

secrets about 1962 practices. We noted ear- 

lier that the method of collecting interna- 

tional communications through the SHAM- 

“ROCK operation was a matter of public 

record in the Church Committee reports. If 

the telegram does in fact exist, a foreign 

power could only guess whether the Ruby 

telegram was intercepted in the SHAM- 

ROCK operation, or by some other, separate 

-procedures. By confirming or denying the 
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existence ‘of this telegram, NSA is only 
disclosing whether it did in fact intercept 
the telegram. It is not exposing any specif- 

ie interception operation, nor is it telling 

how, because it is as likely as it is unlikely 
that this message was passed manually 

within the United States to NSA by a par- 

ticipating telegraph company under the 

SHAMROCK operation. 

Of course, all information gathered by 

NSA relates in some way to an NSA activi- 

_ ty, simply because the gathering itself is an 

activity of the Agency. However, the un- 

derlying policy of the FOIA, which favors 

full disclosure, requires a more realistic con- 
struction of Section 6. See, Vaughn v. Ro- 

sen, 484 F.2d 820 (D.C.Cir. 1973), cert. de- 

nied, 415 U.S. 977, 94 S.Ct. 1564, 39 L.Ed.2d 
873 (1974). I conclude that the fact of 

existence or non-existence of the telegram 

requested by plaintiff will not reveal any 

non-public information related to a specific 

NSA activity, and thus defendant is not 
entitled to an exemption under 50 U.S.C. 

§ 402, referred to as Section 6. 

For reasons similar to those discussed 

above, the remaining two statutes relied on 

by defendant under Exemption 3 do not 

justify NSA’s failure to disclose. Title 50 

U.S.C. § 403(dX3) provides in relevant part 

that the Director of Central Intelligence 

“shall be responsible for protecting intelli- 

gence sources and methods from unauthor- 

ized disclosure.” Title 18 U.S.C. § 798(a), 
also relied on by defendant, provides that 

any person who furnishes or otherwise 

makes available to an unauthorized person 

any classified information concerning the 
communication intelligence activities of the 

United States shall be guilty of a crime. 

Disclosure of items which would violate 

either of these statutes have been found to 

be within Exemption 3. See, Goland v. 
Central Intelligence Agency, 607 F.2d 339 
(D.C.Cir. 1978); Baez v. National Security 

Agency, No. 76-1921 (D.D.C. April 7, 1978). 
However, the discussion thus far clearly 
shows that confirmation or denial by NSA 

of the existence of the Ruby message, in 
the factual context of this particular case 
will neither disclose “intelligence sources or 

methods,” 50 U.S.C. § 408(dX3), nor will 

NSA be furnishing “classified information 
concerning the communication 

intelligence activities.” 18 U.S.C. § 798(a). 

I conclude that defendants have failed to 

prove that they are entitled to withhold the 

requested information under * Exemption 3 

of the FOIA. 

Accordingly, plaintiff's motion for sum- 

mary judgment is granted against NSA. 

Settle a final judgment on five (5) days 

notice which shall dismiss as to Admiral 
Inman and shall direct disclosure of wheth- 

er or not the message referred to in the 
complaint exists, and if it does, shall direct 

a copy be furnished to plaintiff by NSA. 

Such judgment shall contain a stay pending 

appellate finality. 

So ordered. 

BRIEANT, District Judge. 

On Reargument 

By motion docketed April 30, 1980, but 

not fully submitted until June 2, 1980, the 

Government seeks reargument on this 

Court’s memorandum and order of April 3, 

1980, which granted plaintiff’s motion for 
summary judgment and directed that de- 

fendant National Security Agency (“NSA”) 

comply with plaintiff's request under. the 

Freedom of Information Act (“FOIA”), 5 

U.S.C. § 552(a), et seg. The motion to 

reargue was granted, and oral argument 

was heard on May 29, 1980. Familiarity 

with our prior decision dated April 3, 1980 is 

assumed. Qn reconsideration of this case, 

the Court adheres to its original decision, 
and declines the Government’s offer to sub- 

mit an identified classified “Top Secret” 
affidavit of Michie F. Tilley, NSA’s Di- 
rector of Policy and Liaison (“the Top Se- 
cret ex parte affidavit”) for review in cam- 

era, 

At issue is whether the existence or non- 
existence of a telegram, sent by Earl Ruby 
from his dry-cleaning establishment in De- 

troit, Michigan, to Havana, Cuba on April 1, 

1962, was a fact properly withheld as classi- 
fied. It will be remembered that in No- 
vember, 1963 Jack Ruby, brother of Earl 
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Ruby, shot and killed Lee Harvey Oswald in 

the police station at Dallas, Texas. Oswald, 

in turn, was then in custody charged with 

the assassination of President John F. Ken- 
nedy. 

Plaintiff, believing from public records 
that the document exists in defendants’ pos- 

session, requested it under the FOIA. This 
Court held that confirmation or denial of 

the existence of the telegram is not a fact 
exempt from disclosure under the FOIA, 5 
U.S.C. §§ 552(bX1) and (8). In reaching 

_ this conclusion, the Court reviewed careful- 
ly the two affidavits submitted by John R. 
Harney, then Assistant Director for Policy 

and Liaison at NSA, and accorded them 

substantial weight. Founding Church of 

Scientology v. National Security Agency, 
610 F.2d 824 (D.C. Cir. 1979). These affida- 
vits disclosed that NSA used several differ- 

ent sources and methods to monitor such 

international traffic or to gather informa- 

tion, including a program called “SHAM- 

ROCK” through which “ . NSA re- 

ceived copies of most international tele- 

grams leaving the United States between 
August 1945 and May 1975” from three 

international telegraph companies. Report 

of Hearings before the Select Committee to 

Study Governmental Operations With Re- 
spect to Intelligence Activities, 94th Con- 

gress, pp. 765, et seq. Mr: Harney himself 

stated in one of his affidavits that, even if 

we assume that NSA has the requested 

telegram, “it would not be possible [for 
him] to ascertain whether such material had 

been derived from the Shamrock, or anoth- 

er source.” From this information, the 

Court concluded as a matter of logic that if 

it is impossible for NSA to discern which 

intelligence gathering source or method 

produced the copy of the telegram at issue, 

then it would be equally impossible for a 

hostile foreign power to discover that infor- 
mation, or identify the actual method of 

interception and processing used by NSA in. 
1962. This assumed, of course, that the 

foreign power does not already possess this 

information, which would render useless all 

of NSA’s efforts to protect it. 

Therefore, this Court concluded and still 

believes that disclosing the existence or 
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non-existence of the copy of the telegram 
will not reveal the source or method of 
intercepting or processing certain informa- 

tion by NSA. The telegram could have 

been obtained through any number of 

sources and methods, covert and overt, so a 

foreign power can only guess as to which 

has been used in this particular case. Ac- 

cordingly, the two exemptions to disclosure 

under the FOIA relied on by the Govern- 

ment .were regarded as inapplicable here, 

and plaintiff's request was granted. 

The Government’s memorandum of law 

in support of its motion for reargument 

asserts that the Court misinterpreted the 

facts and the law of this case. However, it 

fails to refute the reasoning set forth 

above. 

[4] In further support of its position, 

the Government offers to submit for this 

Court's in camera review, the identified af- 
fidavit, classified “Top Secret” of Michie F. 

Tilley, NSA’s Director of Policy and Liai- 

son. This “Top Secret” affidavit is repre- 

sented as explaining in greater detail, the 

potential harm to national security that 

would arise if NSA were forced to disclose 

the 1962 telegram, or confirm or deny its 

existence in this case at this time. 

The FOI Act provides that a court “ . 

may examine the contents of . 

agency records in camera to determine 

whether such records or any part thereof 

shall be withheld under any of the exemp- 

tions .” 5 USC. § 552(aX4\B). 
This exercise of the Court’s discretion was 

recently extended in Phillippi v. Central 

Intelligence Agency, 546 F.2d. 1009 (D.C. 

Cir. 1976), which held that a district court 

may examine classified affidavits in camera 

where the agency will neither confirm nor 

deny the existence of requested records, 

and there are no relevant documents for the 

Court to examine other than affidavits 

which explain the agency’s refusal. Never- 

theless, the Court of Appeals in Phillippi 
recognized that in camera review is not 

necessary in every case, and the statute 
clearly provides that reliance on such an 
unusual procedure is within the discretion 

of the district court.  
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In the instant case, I decline as a matter 

of discretion to review this classified affida- 

vit in camera, essentially for two reasons. 

First, the open affidavits submitted by 

NSA set forth sufficient undisputed rele- 

vant facts necessary to reach a decision on 

plaintiff’s request. Indeed these now pub- 

lie facts compel the decision reached. Any 

classified information will serve no purpose 

in that regard. The age of the telegram, 

and the extent of prior public disclosure 

concerning it, and concerning operation 

SHAMROCK are particularly significant. 

Secondly, this Court believes that in camera 

proceedings by Judges should be conducted 

with great caution and only when some 

demonstrated ‘necessity exists. Our adver- 

sary process relies on open argument, con- 

frontation and cross-examination to asssure 

that the evidence presented is trustworthy. 

These elements are sacrificed when a party 

is removed or excluded from the proceed- 

ings in his own case. Klaus v. Blake, 428 

F.Supp. 37 (D.D.C. 1976). On our scale of 

national values, the appearance of doing 

Justice between parties ranks only slightly 

below the doing of Justice itself. Our sen- 

sitivity is increased when the federal 

government, or sovereign, of which we our- 

selves are usually perceived to be a constit- 

uent part, is one of the disputants. If a 

court will flip-flop in its adjudication of a 

right which Congress has created in favor 

of the citizens and against the Government, 

doing so on the basis of a Top Secret Paper, 

when all other evidence points so strongly 

the other way, what is the effect on our 

cherished ideals? And the paper concerns 

an assassination of a President, still shroud- 

ed in mystery and suppression of truth af- 

ter sixteen years, as is the assassination of a 

prior President after one hundred fourteen 

years. 

Our concerns here were expressed by the 

District Court for the District of Columbia 

as follows: 

“Is jt not alien to our entire jurispru- 

dence that courts are to function ex parte 

in private without benefit of the adver- 

sary process? Will it not degrade the 

judiciary if it is used as a mechanism for 

resolving statutory rights on the basis of 

undisclosed representations made in 

chambers to judges by parties having a 

direct personal interest in the outcome? 

Surely our whole jurisprudence since the 

Magna Carta and the abolition of Star 

Chamber proceedings requires that the 

judiciary in both fact and appearance re- 

main neutral, independent of. Executive 

or legislative influence. The adversary 

system is a well-tested safeguard for pre- 

serving the integrity of the judicial proc- 

ess. It is the duty of a judge wherever 

possible to resolve rights of citizens upon 

facts and arguments that are presented 

in an adversary context exposed to public 

view with all the protections fair hearing 

and due process provide.” Military Audit 

Project v. Bush, 418 F.Supp. 876 (D.D.C. 

1976). 

Accordingly, on reargument, the Court 

adheres to its prior determination and de- 

clines to review the specified Top Secret 

Affidavit in camera. 

Settle a Judgment forthwith on five (5) 

days notice or on waiver of notice as direct- 

ed by this Court’s memorandum and order 

of April 3, 1980. 

So ordered. 

WwW 
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Clyde L. SISCO, Plaintiff, 

¥. 

J. S. ALBERICI CONSTRUCTION 
COMPANY, INC., Defendant. 

No. 77-810C(C). 

United States District Court, 
E. D. Missouri, E. D. 

March 1, 1978. 

Iron worker brought suit against con- 

struction company, alleging in part that he 

had been discharged for exercising his free 
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