(m) Whether the FBI has searched SAC confidential files

and safes.

The FBI is unsure what plaintiff is referring to when he
talks about SAC (i.e., Special Agent in Charge) confidential
files. Plaintiff may be referring to materials on highly
sensitive investigations and personnel matters which are
maintained in the offices of the SACs. Those materials are kept
in safes for secu;ity purposes.

In the instant cases, the FBI did undertake a search of the
SAC safes in both the Dallas and New Orleans Field Offices. Any
records that were located therein which pertained to the JFK
assassination or which were responsive to the Associate Attoznéy
General decision of December 16, 1980, were processed and, if
nonexempt, were provided to plaintiff. .

(n) Whether all records identified on "see"® references

have been provided.

*/
As I have stated before in these cases,™ all releasable

information pertinent to plaintiff's FOIA request has been
provided to him. This includes records identified by way of "see”
references. Furthermore, as I stated in paragraphs 21 and 24 of
my fourth declaration, plaintiff was provided -- by agreement

of the FBI -- with copies of all the indices search slips prepared
by the Dallas and New Orleans Field Offices. élaintiff thus has
the capability for determining what files (including those
identified by way of "see” references) were searched and processed

by the FBI in these cases.

*/ See, e.g., Fifth Declaration of John N. Phillips, ¢ 3,
attached to Defendant's Reply to Plaintiff's Opposition to the
Motion for Partial Summary Judgment, filed on July 2, 1982.
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It was assumed that some kind of statistical sample of FBI records would
upltimately be made permanent and transferred to the National Archives. To
assure that historically important records, which might be missed by such a
sample, wvere preserved, a list of approximately 4,000 Exceptional Cases was
developed. Contributions to the 1list were sought from the research
comsunities through their journals and newsletters and through letters sent to
some 600 scholars. In addition, the team members provided Exceptional Cases

from their research and their work with the case files. (Section 3.)

Based upon the proportional sampling technique employed nearly ocune-half of the
case files examined came from 33 classifications. Case files from two
classifications e 100 (Domestic Security) and 105 (Foreign |
Counterintelligence) — comprise more than 102 of the 18,000 case files. ;
Although it is commonly assumed that FBI case files are bulging dossiers, two- !
thirds of the sample are less than one-fourth inch thick. Another common |
assunption that most FBI :case files are rich historical sources. is not
supported by the 18,000 case files in the data;base. Indeed, only 26.51 pf

the sample have any research potential.. - (Bection. 4.) pofh

Ioformation on the case files in the data base was used. to ;ene;l“' o

. "elassification..profiles” that formed part of: the background msterial relied

upon: in making appraisal recommendations. (Section .5-and. Appendix A.). The
data base also was used to“-test .several hypotheses about FBI case files.
Contrary to what one might expect, more criminal related case files are opened
than security related ones, although it is clear the latter tend .to. have
greater research potential. An analysis of the data base revealed only one
time period — the 1940s for security related classifications — when research
potential was significantly greater than any other time period. Another
analysis disclosed that Fleld Office/Office of Origin case files tend to have
more' research potential than Fleld Office/Auxiliary Office case files, and
that the research -potential of Fleld Office/Office. of Origin case files-is
identical to.Headquarters. A comparison of selected -Fleld Office/Office pof
Origin case files. with Headquarter counterparts shows -that 60X had identical
research potential .ratings; and where the research potential rating differed,
a higher research potential was marked .for Headquarters case files. PFinally,
“fat files" clearly had greater research potential than "thin files". and
proved to be the best single predictor of research potentisl. This analysis
also suggested that a "fat file" or multi-section file should consist of two
or more sections. (Section 4.) T

Several .studies of special topics-such as indices; abstracts, non-textual
records, and the like were conducted. The permanent value of ma -at
index cards is determined by the disposition instructions for ated case
files. A variety of other indices,  including some relating to e ectronic
surveillance activities, .have reseirch potential and should -be retained.
Generally, the value of non-textual records derives from whether or not the
related case file is to. be permanently retained. With few exceptions,
disposal of computer tapes is not suthorized at this time, alth some
areas they are of permanent wvalue. A review of the Rureau’s abstRact sys
indicated that only abstracts arranged by "source” and those relat

SIS program in Latin America should be permanently retained. (Appendix A.)

Based upon analyses of the case files in the data base, examination of other



2.3 BRecords maintained separately from main file room

Some records are maintained Separately from the related case file or g,
maintained as g Separate series outside the main file TOOm.
records -in Special Pile Rooms, NLSUR materials, personnel and budget recopg
MBI National Academy Trecords, public inquiries, automated and S
materials, and materials maintained under the Personal control of
Agents in Charge.

that have an unusually confidential or Peculiar background . . .

special records rooms. The criteria for records to be Placed in the Special]
Flle Room have changed through the Years, but the following eategories have
usually been in a gpecial file room: June mail, electreatie Surveillancef
msterials (MLSUR), informant files, sensitive matertals o Nuresu employeesf
and prominent People, undercover operations records, foreign seurce Tecords,
and several gmall sensitive serfes of Tecords. Access to the '

Special file rooms for informant files and BSUR materials. The recordg—
special file rooms are controlled through the central records system.

Iwo Bureau record keeping Practices, "June Maf1" and "Do Not M1le" -noranda.s
have received widespread attention. The SAC Letter no. 69 of June 29, 1949, §
established a separate filing procedure for information from or relating to
the Bureau’s "most sensitive sources™ to ensure that such foformation would
Dot appear in the case file. Such mail was to be sealed in an envelope marked
"June” (a codeword used because the Program began in Jupe), The envelope in
turn was placed in another envelope addressed to the Director, Personal and

v i
Confidential. The same SAC Letter specified that “June Mail” was "to be used g

only for the most Secretive sources, such as Governors, Secretaries to high
officials who may be discussing such officials and their attitud
referring <o highly controversial or umigual investigative techni

latter refers to electronic surveillance Or surreptitious entries and w. m’
@8 a suphemism to conceal the existance of such activities,

From the beginning wmost of the June mail Procedures related to information
from techniques (upechlly electronic surveillance) used 1n security cases. |
In 1964 some information relating to criminal intelligence, such ag -
Nostra and Top Echelon Criminal Informants, was algo authorized to be

under June procedures. A May 26, 1970, SAC Letter further broade the
definition of June mail by leaving to the discretion of each SAC what should
be considered June mail. I Headquarters Memo 52-70, dated November 7, 1978,
discontinued the June designation but Tequired contimied special hendling and
Separate filing of sensitive Wmaterisl. In 1976 extant Jume mail was indexed
into the Central RMecords Systea.

Would be prepared on blue forms, would not be filed, mor weuld carbons or
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Do Not FMle documents were used in sensitive matters, such as illegal break-
dns and political gossip, but they were used also for policy making and
sdministrative documents in which rwestricted circulation and filing was
desired by the Bureau. Sometimes Do Wot File restrictions were struck out by

the writer or an Assistant Director, and the documents were in fact serialiszed
end filed in a regular case file.

Boover and the BExecutive Conference of the Bureau (composed of Assistant
Directors who regularly reviewed FBI policies and procedures, recommended
appropriste action, and forwarded the recommendations to Mr. Hoover) attempted
to control the growth and :filing of the Do Mot File materials, and after
Nebruary 1950, the colored Do Not PFile wmemoranda procedure was stopped.
Bowever, the procedure was still used on occasion, particularly by L. Patrick
Gray, after the discontimusnce of the colored forms. As has been the case
from the earliest days of the Buresu, documentation of wery routine
sdministrative business is not serialized or filed in case files.

Kectronic surveillance (ELSUR) refers to both telephone surveillsnce (wiretap
or technical surveillance) and microphone surveillance (bug or electronic
listening device). Both techniques have been used by the Buresu s
1930’s, though the legal bases for them changed through the years. The
slvays considered ELSUR records as sensitive materials. Until receatly they

were filed in special file rooms, SAC fes, in special dravers in the
operational divisions, and with the Do Wot ;IIe and June mail procedures. In

gact most of the records handled as June mail were A.SUR materisls.

In the FBI Headquarters Memo 52-78 dated November 7, 1978, the June
designation was discontinued, but the memorandum required continued special
handling and separate filing of sensitive ELSUR materials. At present, ELSUR
records are filed in regular case files (many times as sub-files), indexed in
the ELSUR Index, and if the materials are placed in the Headquarters Special
Mle Room, there are cross reference sheets in the case files.

The ASUR Index maintained in all FMeld Offices and at Headquarters, was begun
in 1966 and includes the names of people who were monitored by the hu

were the proprietors of premises in which an HLSUR vas conducted since Qanuary )

1, 1960. There is po procedural cross referencing between the LSUR

ex, but it 1s Iikely that the subjects of ILSUK oparations
" appear in the General Index as a result of investigative operations.

The personnel records of the PFBI are classification 67, but they are
maintained separately from the main file room by a wuait of the Necords
Management Division in Headquarters or by the SAC in the Pleld Offices. There
are three categories of files identified mumerically by a classification 67
samber. The first are the Official Personnel Folders for both cut-of-service
sad in-service persounel. The second category is smployment spplications, and
the third is Special and Ceneral Files. The latter include personnal policy
mstters such as training, overtise, and performance ratings.

Beadquarters budget records are maintained in and ocutside the Central Records

_ System. Approximately 300 feet of budget records, that date from 1939 to the

present, are maintained cutside of the Central Records System. Some of these

sesords are ﬁpnutu of documents included in classification 66 but these



